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About this compilation

The compiled Act

This is a compilation of the Privacy Act 1988 as amended and in force on
10 February 2013. It includes any amendment affecting the compiled Act to that
date.

This compilation was prepared on 27 March 2012.

The notes at the end of this compilation (the endnotes) include information
about amending Acts and instruments and the amendment history of each
amended provision.

Uncommenced provisions and amendments

If a provision of the compiled Act is affected by an uncommenced amendment,
the text of the uncommenced amendment is set out in the endnotes.

Application, saving and transitional provisions for amendments

If the operation of an amendment is affected by an application, saving or
transitional provision, the provision is set out in the endnotes.

Modifications

If a provision of the compiled Act is affected by a textual modification that is in
force, the text of the modifying provision is set out in the endnotes.

Provisions ceasing to have effect

If a provision of the compiled Act has expired or otherwise ceased to have
effect in accordance with a provision of the Act, details of the provision are set
out in the endnotes.
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Section 1

An Act to make provision to protect the privacy of
individuals, and for related purposes

WHEREAS Australia is a party to the International Covenant on Civil and
Political Rights, the English text of which is set out in Schedule 2 to the
Australian Human Rights Commission Act 1986:

AND WHEREAS, by that Covenant, Australia has undertaken to adopt such
legislative measures as may be necessary to give effect to the right of persons
not to be subjected to arbitrary or unlawful interference with their privacy,
family, home or correspondence:

AND WHEREAS Australia is a member of the Organisation for Economic
Co-operation and Development:

AND WHEREAS the Council of that Organisation has recommended that
member countries take into account in their domestic legislation the principles
concerning the protection of privacy and individual liberties set forth in
Guidelines annexed to the recommendation:

AND WHEREAS Australia has informed that Organisation that it will
participate in the recommendation concerning those Guidelines:

BE IT THEREFORE ENACTED by the Queen, and the Senate and the
House of Representatives of the Commonwealth of Australia, as follows:

Privacy Act 1988 1
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Part I Preliminary

Section 1

Part [—Preliminary

1 Short title
This Act may be cited as the Privacy Act 1988.

2 Commencement

This Act commences on a day to be fixed by Proclamation.

3 Saving of certain State and Territory laws

It is the intention of the Parliament that this Act is not to affect the
operation of a law of a State or of a Territory that makes provision
with respect to the collection, holding, use, correction, disclosure
or transfer of personal information (including such a law relating to
credit reporting or the use of information held in connection with
credit reporting) and is capable of operating concurrently with this
Act.

Note: Such a law can have effect for the purposes of the provisions of the
National Privacy Principles that regulate the handling of personal
information by organisations by reference to the effect of other laws.

3A Application of the Criminal Code

Chapter 2 of the Criminal Code (except Part 2.5) applies to all
offences against this Act.

Note: Chapter 2 of the Criminal Code sets out the general principles of
criminal responsibility.

4 Act to bind the Crown

(1) This Act binds the Crown in right of the Commonwealth, of each
of the States, of the Australian Capital Territory, of the Northern
Territory and of Norfolk Island.

(2) Nothing in this Act renders the Crown in right of the
Commonwealth, of a State, of the Australian Capital Territory, of
the Northern Territory or of Norfolk Island liable to be prosecuted
for an offence.

2 Privacy Act 1988
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Preliminary Part1

Section 5

)

Nothing in this Act shall be taken to have the effect of making the
Crown in right of a State, of the Australian Capital Territory, of the
Northern Territory or of Norfolk Island an agency for the purposes
of this Act.

5 Interpretation of Information Privacy Principles

For the purposes of the interpretation of the Information Privacy
Principles, each Information Privacy Principle shall be treated as if
it were a section of this Act.

5A Extension to external Territories

This Act extends to all external Territories.

5B Extra-territorial operation of Act

(1

(1A)

2

Application to overseas acts and practices of organisations

This Act (except Divisions 4 and 5 of Part III and Part IIIA) and
approved privacy codes extend to an act done, or practice engaged
in, outside Australia and the external Territories by an organisation
if:

(a) subject to subsection (1A), the act or practice relates to
personal information about an Australian citizen or a person
whose continued presence in Australia is not subject to a
limitation as to time imposed by law; and

(b) the requirements of subsection (2) or (3) are met.

Note: The act or practice overseas will not breach a National Privacy
Principle or approved privacy code or be an interference with the
privacy of an individual if the act or practice is required by an
applicable foreign law. See sections 6A, 6B and 13A.

Paragraph (1)(a) does not apply in relation to National Privacy
Principle 9.

Note: Because of subsection (1A), the extra-territorial application of
National Privacy Principle 9 is not limited by the citizenship etc.
requirement of paragraph (1)(a).

Organisational link with Australia

The organisation must be:
(a) an Australian citizen; or

Privacy Act 1988 3
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Part I Preliminary

Section 5B

(b) aperson whose continued presence in Australia is not subject
to a limitation as to time imposed by law; or

(c) a partnership formed in Australia or an external Territory; or
(d) atrust created in Australia or an external Territory; or

(e) abody corporate incorporated in Australia or an external
Territory; or

(f) an unincorporated association that has its central
management and control in Australia or an external Territory.

Other link with Australia

(3) All of the following conditions must be met:
(a) the organisation is not described in subsection (2);
(b) the organisation carries on business in Australia or an
external Territory;
(c) the personal information was collected or held by the
organisation in Australia or an external Territory, either
before or at the time of the act or practice.

Power to deal with complaints about overseas acts and practices

(4) Part V of this Act has extra-territorial operation so far as that Part
relates to complaints and investigation concerning acts and
practices to which this Act extends because of subsection (1).

Note: This lets the Commissioner take action overseas to investigate
complaints and lets the ancillary provisions of Part V operate in that
context.

4 Privacy Act 1988
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Interpretation Part IT

Section 6

Part II—Interpretation

6 Interpretation

(1) In this Act, unless the contrary intention appears:

ACC means the Australian Crime Commission.

ACT enactment has the same meaning as enactment has in the
Australian Capital Territory (Self-Government) Act 1988.

agency means:
(a) a Minister; or
(b) a Department; or
(c) abody (whether incorporated or not), or a tribunal,
established or appointed for a public purpose by or under a
Commonwealth enactment, not being:
(1) an incorporated company, society or association; or
(ii) an organisation that is registered under the Fair Work
(Registered Organisations) Act 2009 or a branch of such
an organisation; or
(d) abody established or appointed by the Governor-General, or
by a Minister, otherwise than by or under a Commonwealth
enactment; or
(e) a person holding or performing the duties of an office
established by or under, or an appointment made under, a
Commonwealth enactment, other than a person who, by
virtue of holding that office, is the Secretary of a
Department; or
(f) aperson holding or performing the duties of an appointment,
being an appointment made by the Governor-General, or by a
Minister, otherwise than under a Commonwealth enactment;
or
(g) a federal court; or
(h) the Australian Federal Police; or
(ha) a Norfolk Island agency; or
(i) an eligible case manager; or
(j) the nominated AGHS company; or
(k) an eligible hearing service provider; or
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(1) the service operator under the Healthcare Identifiers Act
2010.

annual turnover of a business has the meaning given by
section 6DA.

approved privacy code means:

(a) a privacy code approved by the Commissioner under
section 18BB; or

(b) aprivacy code approved by the Commissioner under
section 18BB with variations approved by the Commissioner
under section 18BD.

authorised agent of a reporting entity means a person authorised to
act on behalf of the reporting entity as mentioned in section 37 of
the Anti-Money Laundering and Counter-Terrorism Financing Act
2006.

bank means:
(a) the Reserve Bank of Australia; or

(b) abody corporate that is an ADI (authorised deposit-taking
institution) for the purposes of the Banking Act 1959; or

(c) aperson who carries on State banking within the meaning of
paragraph 51(xiii) of the Constitution.

Board of the ACC means the Board of the Australian Crime
Commission established under section 7B of the Australian Crime
Commission Act 2002.

breach an approved privacy code has the meaning given by
section 6B.

breach an Information Privacy Principle has a meaning affected by
subsection 6(2).

breach a National Privacy Principle has the meaning given by
section 6A.

Cabinet, in relation to Norfolk Island, means a body that:
(a) consists of Norfolk Island Ministers; and
(b) corresponds to the Cabinet.
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class member, in relation to a representative complaint, means any
of the persons on whose behalf the complaint was lodged, but does
not include a person who has withdrawn under section 38B.

code complaint means a complaint about an act or practice that, if
established, would be an interference with the privacy of the
complainant because it breached an approved privacy code.

Code of Conduct means the Code of Conduct issued under
section 18A.

commercial credit means a loan sought or obtained by a person,
other than a loan of a kind referred to in the definition of credit in
this subsection.

Commissioner means the Information Commissioner within the
meaning of the Australian Information Commissioner Act 2010.

Commissioner of Police means the Commissioner of Police
appointed under the Australian Federal Police Act 1979.

Commission of inquiry means:
(a) the Commission of inquiry within the meaning of the
Quarantine Act 1908; or

(b) a Commission of inquiry within the meaning of the Offshore
Petroleum and Greenhouse Gas Storage Act 2006.

Commonwealth contract means a contract, to which the
Commonwealth, Norfolk Island or an agency is or was a party,
under which services are to be, or were to be, provided to an
agency.

Note: See also subsection (9) about provision of services to an agency.

Commonwealth enactment means:
(a) an Act other than:
(1) the Northern Territory (Self-Government) Act 1978; or

(i1) an Act providing for the administration or government
of an external Territory; or

(ii1) the Australian Capital Territory (Self-Government) Act
1988;

(b) an Ordinance of the Australian Capital Territory;

Privacy Act 1988 7
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(c) an instrument (including rules, regulations or by-laws) made
under an Act to which paragraph (a) applies or under an
Ordinance to which paragraph (b) applies; or

(d) any other legislation that applies as a law of the
Commonwealth (other than legislation in so far as it is
applied by an Act referred to in subparagraph (a)(i) or (ii)) or
as a law of the Australian Capital Territory, to the extent that
it operates as such a law.

Commonwealth officer means a person who holds office under, or
is employed by, the Commonwealth, and includes:

(a) a person appointed or engaged under the Public Service Act
1999;

(b) aperson (other than a person referred to in paragraph (a))
permanently or temporarily employed by, or in the service of,
an agency;

(c¢) amember of the Defence Force; and

(d) a member, staff member or special member of the Australian
Federal Police;

but does not include a person permanently or temporarily
employed in the Australian Capital Territory Government Service
or in the Public Service of the Northern Territory or of Norfolk
Island.

consent means express consent or implied consent.

contracted service provider, for a government contract, means:

(a) an organisation that is or was a party to the government
contract and that is or was responsible for the provision of
services to an agency or a State or Territory authority under
the government contract; or

(b) a subcontractor for the government contract.

corporation means a body corporate that:
(a) is a foreign corporation;
(b) is a trading corporation formed within the limits of Australia
or is a financial corporation so formed; or

(c) is incorporated in a Territory, other than the Northern
Territory.

credit means a loan sought or obtained by an individual from a
credit provider in the course of the credit provider carrying on a
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business or undertaking as a credit provider, being a loan that is
intended to be used wholly or primarily for domestic, family or
household purposes.

credit card means any article of a kind commonly known as a
credit card, charge card or any similar article intended for use in
obtaining cash, goods or services by means of loans, and includes
any article of a kind commonly issued by persons carrying on
business to customers or prospective customers of those persons
for use in obtaining goods or services from those persons by means
of loans.

credit enhancement, in relation to a loan, means:
(a) the process of insuring risk associated with purchasing or
funding the loan by means of a securitisation arrangement; or
(b) any other similar process related to purchasing or funding the
loan by those means.

credit information file, in relation to an individual, means any
record that contains information relating to the individual and is
kept by a credit reporting agency in the course of carrying on a
credit reporting business (whether or not the record is a copy of the
whole or part of, or was prepared using, a record kept by another
credit reporting agency or any other person).

credit provider has the meaning given by section 11B, and, for the
purposes of sections 7 and 8 and Parts III, IV and V, is taken to
include a mortgage insurer and a trade insurer.

credit report means any record or information, whether in a
written, oral or other form, that:

(a) is being or has been prepared by a credit reporting agency;
and

(b) has any bearing on an individual’s:
(i) eligibility to be provided with credit; or
(i1) history in relation to credit; or
(ii1) capacity to repay credit; and
(c) is used, has been used or has the capacity to be used for the

purpose of serving as a factor in establishing an individual’s
eligibility for credit.

credit reporting agency has the meaning given by section 11A.
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credit reporting business means a business or undertaking (other
than a business or undertaking of a kind in respect of which
regulations made for the purposes of subsection (5C) are in force)
that involves the preparation or maintenance of records containing
personal information relating to individuals (other than records in
which the only personal information relating to individuals is
publicly available information), for the purpose of, or for purposes
that include as the dominant purpose the purpose of, providing to
other persons (whether for profit or reward or otherwise)
information on an individual’s:

(a) eligibility to be provided with credit; or

(b) history in relation to credit; or

(c) capacity to repay credit;
whether or not the information is provided or intended to be
provided for the purposes of assessing applications for credit.

credit reporting complaint means a complaint about an act or
practice that, if established, would be an interference with the
privacy of the complainant because:

(a) it breached the Code of Conduct; or
(b) it breached a provision of Part IT1A.

credit reporting infringement means:
(a) a breach of the Code of Conduct; or
(b) abreach of a provision of Part IIIA.

current credit provider, in relation to an individual, means a credit
provider who has given, to the individual, credit that has not yet
been fully repaid or otherwise fully discharged.

Defence Force includes the Australian Navy Cadets, the
Australian Army Cadets and the Australian Air Force Cadets.

Department means an Agency within the meaning of the Public
Service Act 1999.

eligible case manager means an entity (within the meaning of the
Employment Services Act 1994):
(a) that is, or has at any time been, a contracted case manager
within the meaning of that Act; and
(b) that is not covered by paragraph (a), (b), (c), (d), (e), (), (g)
or (h) of the definition of agency.

10
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eligible communications service means a postal, telegraphic,
telephonic or other like service, within the meaning of
paragraph 51(v) of the Constitution.

eligible hearing service provider means an entity (within the
meaning of the Hearing Services Administration Act 1997):

(a) that is, or has at any time been, engaged under Part 3 of the
Hearing Services Administration Act 1997 to provide hearing
services; and

(b) that is not covered by paragraph (a), (b), (c), (d), (e), (), (g),
(h) or (j) of the definition of agency.

employee record, in relation to an employee, means a record of
personal information relating to the employment of the employee.
Examples of personal information relating to the employment of
the employee are health information about the employee and
personal information about all or any of the following:

(a) the engagement, training, disciplining or resignation of the
employee;

(b) the termination of the employment of the employee;

(c) the terms and conditions of employment of the employee;

(d) the employee’s personal and emergency contact details;

(e) the employee’s performance or conduct;

(f) the employee’s hours of employment;

(g) the employee’s salary or wages;

(h) the employee’s membership of a professional or trade
association;

(i) the employee’s trade union membership;

(j) the employee’s recreation, long service, sick, personal,
maternity, paternity or other leave;

(k) the employee’s taxation, banking or superannuation affairs.
enactment includes a Norfolk Island enactment.

enforcement body means:
(a) the Australian Federal Police; or
(aa) the Integrity Commissioner; or
(b) the ACC; or
(c) Customs; or
(d) the Australian Prudential Regulation Authority; or
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(e) the Australian Securities and Investments Commission; or

(f) another agency, to the extent that it is responsible for
administering, or performing a function under, a law that
imposes a penalty or sanction or a prescribed law; or

(g) another agency, to the extent that it is responsible for
administering a law relating to the protection of the public
revenue; or

(h) a police force or service of a State or a Territory; or

(i) the New South Wales Crime Commission; or

(j) the Independent Commission Against Corruption of New
South Wales; or

(k) the Police Integrity Commission of New South Wales; or

(ka) the Independent Broad-based Anti-corruption Commission of

Victoria; or

(1) the Crime and Misconduct Commission of Queensland; or

(m) another prescribed authority or body that is established under

a law of a State or Territory to conduct criminal
investigations or inquiries; or

(n) a State or Territory authority, to the extent that it is
responsible for administering, or performing a function
under, a law that imposes a penalty or sanction or a
prescribed law; or

(o) a State or Territory authority, to the extent that it is
responsible for administering a law relating to the protection
of the public revenue.

Federal Court means the Federal Court of Australia.

file number complaint means a complaint about an act or practice
that, if established, would be an interference with the privacy of the
complainant:
(a) because it breached a guideline issued under section 17; or
(b) because it involved an unauthorised requirement or request
for disclosure of a tax file number.

financial corporation means a financial corporation within the
meaning of paragraph 51(xx) of the Constitution.

foreign corporation means a foreign corporation within the
meaning of paragraph 51(xx) of the Constitution.
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Freedom of Information Act means the Freedom of Information
Act 1982.

generally available publication means a magazine, book,
newspaper or other publication (however published) that is or will
be generally available to members of the public.

genetic relative of an individual (the first individual) means
another individual who is related to the first individual by blood,
including but not limited to a sibling, a parent or a descendant of
the first individual.

government contract means a Commonwealth contract or a State
contract.

guarantee includes an indemnity given against the default of a
borrower in making a payment in respect of a loan.

healthcare identifier has the meaning given by the Healthcare
Identifiers Act 2010.

healthcare identifier offence means:

(a) an offence against section 26 of the Healthcare Identifiers
Act 2010; or

(b) an offence against section 6 of the Crimes Act 1914 that
relates to an offence mentioned in paragraph (a) of this
definition.

Note: For ancillary offences, see section 11.6 of the Criminal Code.

health information means:
(a) information or an opinion about:

(1) the health or a disability (at any time) of an individual;
or

(i1) an individual’s expressed wishes about the future
provision of health services to him or her; or
(iii) a health service provided, or to be provided, to an
individual,
that is also personal information; or
(b) other personal information collected to provide, or in
providing, a health service; or
(c) other personal information about an individual collected in
connection with the donation, or intended donation, by the

Privacy Act 1988 13

Rectified 23/10/2013 ComLaw Authoritative Act C2013C00125



Part IT Interpretation

Section 6

individual of his or her body parts, organs or body
substances; or

(d) genetic information about an individual in a form that is, or
could be, predictive of the health of the individual or a
genetic relative of the individual.

health service means:

(a) an activity performed in relation to an individual that is
intended or claimed (expressly or otherwise) by the
individual or the person performing it:

(i) to assess, record, maintain or improve the individual’s
health; or

(i1) to diagnose the individual’s illness or disability; or

(i) to treat the individual’s illness or disability or suspected
illness or disability; or

(b) the dispensing on prescription of a drug or medicinal
preparation by a pharmacist.

hearing services has the same meaning as in the Hearing Services
Administration Act 1997.

individual means a natural person.

individual concerned, in relation to personal information or a
record of personal information, means the individual to whom the
information relates.

Information Privacy Principle means any of the Information
Privacy Principles set out in section 14.

Integrity Commissioner has the same meaning as in the Law
Enforcement Integrity Commissioner Act 2006.

intelligence agency means:
(a) the Australian Security Intelligence Organisation;
(b) the Australian Secret Intelligence Service; or
(c) the Office of National Assessments.

IPP complaint means a complaint about an act or practice that, if
established, would be an interference with the privacy of the
complainant because it breached an Information Privacy Principle.

14
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loan means a contract, arrangement or understanding under which
a person is permitted to defer payment of a debt, or to incur a debt
and defer its payment, and includes:

(a) a hire-purchase agreement; and
(b) such a contract, arrangement or understanding for the hire,
lease or renting of goods or services, other than a contract,
arrangement or understanding under which:
(i) full payment is made before, or at the same time as, the
goods or services are provided; and
(i1) in the case of a hiring, leasing or renting of goods—an
amount greater than or equal to the value of the goods is
paid as a deposit for the return of the goods.

media organisation means an organisation whose activities consist
of or include the collection, preparation for dissemination or
dissemination of the following material for the purpose of making
it available to the public:
(a) material having the character of news, current affairs,
information or a documentary;

(b) material consisting of commentary or opinion on, or analysis
of, news, current affairs, information or a documentary.

medical research includes epidemiological research.

mortgage credit means credit provided in connection with the
acquisition, maintenance or improvement of real property, being
credit in respect of which the real property is security.

mortgage insurer means a corporation that carries on a business or
undertaking (whether for profit, reward or otherwise) that involves
providing insurance to credit providers in respect of mortgage
credit given by credit providers to other persons.

National Privacy Principle means a clause of Schedule 3. A
reference in this Act to a National Privacy Principle by number is a
reference to the clause of Schedule 3 with that number.

nominated AGHS company means a company that:

(a) is the nominated company (within the meaning of Part 2 of
the Hearing Services and AGHS Reform Act 1997); and
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(b) is either:
(i) Commonwealth-owned (within the meaning of that
Part); or
(i1) a corporation.

Norfolk Island agency means:
(a) a Norfolk Island Minister; or

(b) apublic sector agency (within the meaning of the Public
Sector Management Act 2000 of Norfolk Island); or

(c) abody (whether incorporated or not), or a tribunal,
established for a public purpose by or under a Norfolk Island
enactment, other than a body established or registered under:

(1) the Companies Act 1985 of Norfolk Island; or

(ii) the Associations Incorporation Act 2005 of Norfolk
Island; or

(d) abody established or appointed by:
(i) the Administrator of Norfolk Island; or
(i1) a Norfolk Island Minister;
otherwise than by or under a Norfolk Island enactment; or
(e) a person holding or performing the duties of:

(i) an office established by or under a Norfolk Island
enactment; or

(i1) an appointment made under a Norfolk Island enactment;
or

(f) a person holding or performing the duties of an appointment,
where the appointment was made by:

(1) the Administrator of Norfolk Island; or
(i1) a Norfolk Island Minister;
otherwise than under a Norfolk Island enactment; or
(g) a court of Norfolk Island.

Norfolk Island enactment means:
(a) an enactment (within the meaning of the Norfolk Island Act
1979); or
(b) an instrument (including rules, regulations or by-laws) made
under such an enactment;

and includes a Norfolk Island enactment as amended by another
Norfolk Island enactment.
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Norfolk Island Justice Minister means the Norfolk Island Minister
who is responsible, or principally responsible, for the
administration of the Interpretation Act 1979 of Norfolk Island.

Norfolk Island Minister means a Minister of Norfolk Island.

NPP complaint means a complaint about an act or practice that, if
established, would be an interference with the privacy of the
complainant because it breached a National Privacy Principle.

Ombudsman means the Commonwealth Ombudsman.
organisation has the meaning given by section 6C.

personal information means information or an opinion (including
information or an opinion forming part of a database), whether true
or not, and whether recorded in a material form or not, about an
individual whose identity is apparent, or can reasonably be
ascertained, from the information or opinion.

principal executive, of an agency, has a meaning affected by
section 37.

privacy code means a written code regulating acts and practices
that affect privacy.

record means:
(a) a document; or
(b) a database (however kept); or
(c) a photograph or other pictorial representation of a person;
but does not include:
(d) a generally available publication; or
(e) anything kept in a library, art gallery or museum for the
purposes of reference, study or exhibition; or
(f) Commonwealth records as defined by subsection 3(1) of the
Archives Act 1983 that are in the open access period for the
purposes of that Act; or
(fa) records (as defined in the Archives Act 1983) in the care (as
defined in that Act) of the National Archives of Australia in
relation to which the Archives has entered into arrangements
with a person other than a Commonwealth institution (as
defined in that Act) providing for the extent to which the
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Archives or other persons are to have access to the records;
or

(g) documents placed by or on behalf of a person (other than an
agency) in the memorial collection within the meaning of the
Australian War Memorial Act 1980; or

(h) letters or other articles in the course of transmission by post.

registered political party means a political party registered under
Part XI of the Commonwealth Electoral Act 1918.

reporting entity has the same meaning as in the Anti-Money
Laundering and Counter-Terrorism Financing Act 2006.

representative complaint means a complaint where the persons on
whose behalf the complaint was made include persons other than
the complainant, but does not include a complaint that the
Commissioner has determined should no longer be continued as a
representative complaint.

Secretary means an Agency Head within the meaning of the Public
Service Act 1999.

securitisation arrangement means an arrangement:
(a) involving the funding, or proposed funding, of:

(1) loans that have been, or are to be, provided by a credit
provider; or

(i1) the purchase of loans by a credit provider;
by issuing instruments or entitlements to investors; and

(b) under which payments to investors in respect of such
instruments or entitlements are principally derived, directly
or indirectly, from such loans.

sensitive information means:
(a) information or an opinion about an individual’s:
(i) racial or ethnic origin; or
(i1) political opinions; or
(ii1) membership of a political association; or
(iv) religious beliefs or affiliations; or
(v) philosophical beliefs; or
(vi) membership of a professional or trade association; or
(vii) membership of a trade union; or
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(viii) sexual preferences or practices; or
(ix) criminal record;
that is also personal information; or
(b) health information about an individual; or

(c) genetic information about an individual that is not otherwise
health information.

serious credit infringement means an act done by a person:

(a) that involves fraudulently obtaining credit, or attempting
fraudulently to obtain credit; or

(b) that involves fraudulently evading the person’s obligations in
relation to credit, or attempting fraudulently to evade those
obligations; or

(c) that a reasonable person would consider indicates an
intention, on the part of the first-mentioned person, no longer
to comply with the first-mentioned person’s obligations in
relation to credit.

small business has the meaning given by section 6D.
small business operator has the meaning given by section 6D.

solicit, in relation to personal information, means request a person
to provide that information, or a kind of information in which that
information is included.

staff of the Ombudsman means the persons appointed or employed
for the purposes of section 31 of the Ombudsman Act 1976.

State includes the Australian Capital Territory and the Northern
Territory.

State contract means a contract, to which a State or Territory or
State or Territory authority is or was a party, under which services
are to be, or were to be, provided to a State or Territory authority.

Note: See also subsection (9) about provision of services to a State or
Territory authority.

State or Territory authority has the meaning given by section 6C.

subcontractor, for a government contract, means an organisation:
(a) that is or was a party to a contract (the subcontract):
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(1A)

2

(i) with a contracted service provider for the government
contract (within the meaning of paragraph (a) of the
definition of contracted service provider); or

(i) with a subcontractor for the government contract (under
a previous application of this definition); and
(b) that is or was responsible under the subcontract for the
provision of services to an agency or a State or Territory
authority, or to a contracted service provider for the
government contract, for the purposes (whether direct or
indirect) of the government contract.

tax file number means a tax file number as defined in Part VA of
the Income Tax Assessment Act 1936.

tax file number information means information (including
information forming part of a database), whether compiled
lawfully or unlawfully, and whether recorded in a material form or
not, that records the tax file number of a person in a manner
connecting it with the person’s identity.

temporary public interest determination means a determination
made under section 80A.

trade insurer means a corporation that carries on a business or
undertaking (whether for profit, reward or otherwise) that involves
providing insurance to credit providers in respect of commercial
credit given by credit providers to other persons.

trading corporation means a trading corporation within the
meaning of paragraph 51(xx) of the Constitution.

use, in relation to information, does not include mere disclosure of
the information, but does include the inclusion of the information
in a publication.

In order to avoid doubt, it is declared that an ACT enactment is not
a Commonwealth enactment for the purposes of this Act.

For the purposes of this Act, an act or practice breaches an
Information Privacy Principle if, and only if; it is contrary to, or
inconsistent with, that Information Privacy Principle.
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)

(3A)

4)

)

(5A)

(5B)

For the purposes of this Act, an act or practice breaches a guideline
issued under section 17 if, and only if; it is contrary to, or
inconsistent with, the guideline.

For the purposes of this Act, an act or practice breaches the Code
of Conduct if, and only if, it is contrary to, or inconsistent with, the
Code of Conduct.

The definition of individual in subsection (1) shall not be taken to
imply that references to persons do not include persons other than
natural persons.

For the purposes of this Act, a person shall not be taken to be an
agency merely because the person is the holder of, or performs the
duties of:

(a) a prescribed office; or

(b) an office prescribed by regulations made for the purposes of
subparagraph 4(3)(b)(i) of the Freedom of Information Act
1982; or

(c) an office established by or under a Commonwealth
enactment for the purposes of an agency; or

(ca) an office established by or under a Norfolk Island enactment

for the purposes of a Norfolk Island agency; or

(d) ajudicial office or of an office of magistrate; or

(e) an office of member of a tribunal that is established by or
under a law of the Commonwealth and that is prescribed for
the purposes of this paragraph; or

(f) an office of member of a tribunal that is established by or
under a Norfolk Island enactment and that is prescribed for
the purposes of this paragraph.

For the purposes of the definition of credit reporting business in
subsection (1), information concerning commercial transactions
engaged in by or on behalf of an individual is not to be taken to be
information relating to an individual’s:

(a) eligibility to be provided with credit; or
(b) history in relation to credit; or
(c) capacity to repay credit.

In considering whether a business or undertaking, carried on by a
credit provider that is a corporation, is a credit reporting business
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within the meaning of this Act, the provision of information by the
credit provider to corporations related to it is to be disregarded.

(5C) The regulations may provide that businesses or undertakings of a

specified kind are not credit reporting businesses within the
meaning of this Act.

(5D) A reference in this Act to the purchase of a loan includes a

reference to the purchase of rights to receive payments under the
loan.

(6) For the purposes of this Act, the Department of Defence shall be
taken to include the Defence Force.

(7) Nothing in this Act prevents a complaint from:

(a) being both a file number complaint and an IPP complaint; or

(b) being both a file number complaint and a credit reporting
complaint; or

(c) being both a file number complaint and a code complaint; or

(d) being both a file number complaint and an NPP complaint; or

(e) being both a code complaint and a credit reporting complaint;
or

(f) being both an NPP complaint and a credit reporting
complaint.

(8) For the purposes of this Act, the question whether bodies corporate
are related to each other is determined in the manner in which that
question is determined under the Corporations Act 2001.

(9) To avoid doubt, for the purposes of this Act, services provided to
an agency or a State or Territory authority include services that
consist of the provision of services to other persons in connection
with the performance of the functions of the agency or State or
Territory authority.

(10) For the purposes of this Act, a reference to family in the definition
of credit in subsection 6(1), and in sections 6D and 16E, in relation
to any individual is taken to include the following (without
limitation):

(a) ade facto partner of the individual (within the meaning of the
Acts Interpretation Act 1901);
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(b) someone who is the child of the person, or of whom the
person is the child, because of the definition of child in
subsection (11);

(c) anyone else who would be a member of the individual’s
family if someone mentioned in paragraph (a) or (b) is taken
to be a member of the individual’s family.

(10A) For the purposes of this Act, the Supreme Court of Norfolk Island
is taken not to be a federal court.

(11) In this section:

child: without limiting who is a child of a person for the purposes
of subsection (10), someone is the child of a person if he or she is a
child of the person within the meaning of the Family Law Act
1975.

6A Breach of a National Privacy Principle

Breach if contrary to, or inconsistent with, Principle

(1) For the purposes of this Act, an act or practice breaches a National
Privacy Principle if, and only if, it is contrary to, or inconsistent
with, that National Privacy Principle.

No breach—contracted service provider

(2) An act or practice does not breach a National Privacy Principle if:
(a) the act is done, or the practice is engaged in:

(i) by an organisation that is a contracted service provider
for a Commonwealth contract (whether or not the
organisation is a party to the contract); and

(i1) for the purposes of meeting (directly or indirectly) an
obligation under the contract; and
(b) the act or practice is authorised by a provision of the contract
that is inconsistent with the Principle.

No breach—disclosure to the National Archives of Australia

(3) An act or practice does not breach a National Privacy Principle if
the act or practice involves the disclosure by an organisation of
personal information in a record (as defined in the Archives Act
1983) solely for the purposes of enabling the National Archives of
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Australia to decide whether to accept, or to arrange, care (as
defined in that Act) of the record.

No breach—act or practice outside Australia

(4) An act or practice does not breach a National Privacy Principle if:

(a) the act is done, or the practice is engaged in, outside
Australia and the external Territories; and

(b) the act or practice is required by an applicable law of a
foreign country.

Effect despite subsection (1)

(5) Subsections (2), (3) and (4) have effect despite subsection (1).

6B Breach of an approved privacy code

Breach if contrary to, or inconsistent with, code

(1) For the purposes of this Act, an act or practice breaches an
approved privacy code if, and only if, it is contrary to, or
inconsistent with, the code.

No breach—contracted service provider

(2) An act or practice does not breach an approved privacy code if:
(a) the act is done, or the practice is engaged in:

(1) by an organisation that is a contracted service provider
for a Commonwealth contract (whether or not the
organisation is a party to the contract); and

(ii) for the purposes of meeting (directly or indirectly) an
obligation under the contract; and
(b) the act or practice is authorised by a provision of the contract
that is inconsistent with the code.

No breach—disclosure to the National Archives of Australia

(3) An act or practice does not breach an approved privacy code if the
act or practice involves the disclosure by an organisation of
personal information in a record (as defined in the Archives Act
1983) solely for the purposes of enabling the National Archives of
Australia to decide whether to accept, or to arrange, care (as
defined in that Act) of the record.
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No breach—act or practice outside Australia

An act or practice does not breach an approved privacy code if:

(a) the act is done, or the practice is engaged in, outside
Australia and the external Territories; and

(b) the act or practice is required by an applicable law of a
foreign country.

Effect despite subsection (1)

Subsections (2), (3) and (4) have effect despite subsection (1).

6C Organisations

(1

2

What is an organisation?
In this Act:

organisation means:
(a) an individual; or
(b) abody corporate; or
(c) a partnership; or
(d) any other unincorporated association; or
(e) atrust;
that is not a small business operator, a registered political party, an

agency, a State or Territory authority or a prescribed
instrumentality of a State or Territory.
Note: Regulations may prescribe an instrumentality by reference to one or

more classes of instrumentality. See subsection 13(3) of the
Legislative Instruments Act 2003.

Example: Regulations may prescribe an instrumentality of a State or Territory
that is an incorporated company, society or association and therefore
not a State or Territory authority.

Legal person treated as different organisations in different
capacities

A legal person can have a number of different capacities in which
the person does things. In each of those capacities, the person is
taken to be a different organisation.

Example: In addition to his or her personal capacity, an individual may be the
trustee of one or more trusts. In his or her personal capacity, he or she
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(b)
(©)

(d)

(e)

¢

€]

is one organisation. As trustee of each trust, he or she is a different
organisation.

What is a State or Territory authority?
(3) In this Act:

State or Territory authority means:

a State or Territory Minister; or
a Department of State of a State or Territory; or

a body (whether incorporated or not), or a tribunal,
established or appointed for a public purpose by or under a
law of a State or Territory, other than:

(1) an incorporated company, society or association; or
(ii) an association of employers or employees that is
registered or recognised under a law of a State or
Territory dealing with the resolution of industrial
disputes; or
a body established or appointed, otherwise than by or under a
law of a State or Territory, by:
(1) a Governor of a State; or
(i1) the Australian Capital Territory Executive; or
(iii) the Administrator of the Northern Territory; or
(iv) the Administrator of Norfolk Island; or
(v) a State or Territory Minister; or

a person holding or performing the duties of an office
established by or under, or an appointment made under, a law
of a State or Territory, other than the office of head of a State
or Territory Department (however described); or

a person holding or performing the duties of an appointment
made, otherwise than under a law of a State or Territory, by:

(i) a Governor of a State; or

(i1) the Australian Capital Territory Executive; or
(iii) the Administrator of the Northern Territory; or
(iv) the Administrator of Norfolk Island; or

(v) a State or Territory Minister; or
a State or Territory court.
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Making regulations to stop instrumentalities being organisations

(4) Before the Governor-General makes regulations prescribing an
instrumentality of a State or Territory for the purposes of the
definition of erganisation in subsection (1), the Minister must:

(a) be satisfied that the State or Territory has requested that the
instrumentality be prescribed for those purposes; and
(b) consider:

(i) whether treating the instrumentality as an organisation
for the purposes of this Act adversely affects the
government of the State or Territory; and

(i1) the desirability of regulating under this Act the
collection, holding, use, correction, disclosure and
transfer of personal information by the instrumentality;
and

(iii) whether the law of the State or Territory regulates the
collection, holding, use, correction, disclosure and
transfer of personal information by the instrumentality
to a standard that is at least equivalent to the standard
that would otherwise apply to the instrumentality under
this Act; and

(c) consult the Commissioner about the matters mentioned in
subparagraphs (b)(ii) and (iii).

State does not include Territory

(5) In this section:

State does not include the Australian Capital Territory or the
Northern Territory (despite subsection 6(1)).

6D Small business and small business operators

What is a small business?

(1) A business is a small business at a time (the fest time) in a
financial year (the current year) if its annual turnover for the
previous financial year is $3,000,000 or less.
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Test for new business

However, if there was no time in the previous financial year when
the business was carried on, the business is a small business at the
test time only if its annual turnover for the current year is
$3,000,000 or less.

What is a small business operator?

A small business operator is an individual, body corporate,
partnership, unincorporated association or trust that:

(a) carries on one or more small businesses; and
(b) does not carry on a business that is not a small business.

Entities that are not small business operators

However, an individual, body corporate, partnership,
unincorporated association or trust is not a small business operator
if he, she or it:

(a) carries on a business that has had an annual turnover of more
than $3,000,000 for a financial year that has ended after the
later of the following:

(i) the time he, she or it started to carry on the business;
(i1) the commencement of this section; or
(b) provides a health service to another individual and holds any
health information except in an employee record; or
(c) discloses personal information about another individual to
anyone else for a benefit, service or advantage; or
(d) provides a benefit, service or advantage to collect personal
information about another individual from anyone else; or
(e) is a contracted service provider for a Commonwealth contract
(whether or not a party to the contract).

Private affairs of small business operators who are individuals

Subsection (4) does not prevent an individual from being a small
business operator merely because he or she does something
described in paragraph (4)(b), (c) or (d):
(a) otherwise than in the course of a business he or she carries
on; and
(b) only for the purposes of, or in connection with, his or her
personal, family or household affairs.
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Non-business affairs of other small business operators

(6) Subsection (4) does not prevent a body corporate, partnership,
unincorporated association or trust from being a small business
operator merely because it does something described in
paragraph (4)(b), (c) or (d) otherwise than in the course of a
business it carries on.

Disclosure compelled or made with consent

(7) Paragraph (4)(c) does not prevent an individual, body corporate,
partnership, unincorporated association or trust from being a small
business operator only because he, she or it discloses personal
information about another individual:

(a) with the consent of the other individual; or
(b) as required or authorised by or under legislation.

Collection with consent or under legislation

(8) Paragraph (4)(d) does not prevent an individual, body corporate,
partnership, unincorporated association or trust from being a small
business operator only because he, she or it:

(a) collects personal information about another individual from
someone else:

(1) with the consent of the other individual; or
(ii) as required or authorised by or under legislation; and

(b) provides a benefit, service or advantage to be allowed to
collect the information.

Related bodies corporate

(9) Despite subsection (3), a body corporate is not a small business
operator if it is related to a body corporate that carries on a
business that is not a small business.

6DA Whatis the annual turnover of a business?

What is the annual turnover of a business for a financial year?

(1) The annual turnover of a business for a financial year is the total
of the following that is earned in the year in the course of the
business:
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(a) the proceeds of sales of goods and/or services;
(b) commission income;

(c) repair and service income;

(d) rent, leasing and hiring income;

(e) government bounties and subsidies;

(f) interest, royalties and dividends;

(g) other operating income.

Note: The annual turnover for a financial year of a business carried on by an
entity that does not carry on another business will often be similar to
the total of the instalment income the entity notifies to the
Commissioner of Taxation for the 4 quarters in the year (or for the
year, if the entity pays tax in annual instalments).

However, if a business has been carried on for only part of a
financial year, its annual turnover for the financial year is the
amount worked out using the formula:

Amount that would be the Number of days in the
annual turnover of the business whole financial year

under subsection (1) if the part x Number of days in the part
were a whole financial year

6E Small business operator treated as organisation

(1A)

Small business operator that is a reporting entity

If a small business operator is a reporting entity or an authorised
agent of a reporting entity because of anything done in the course
of a small business carried on by the small business operator, this
Act applies, with the prescribed modifications (if any), in relation
to the activities carried on by the small business operator for the
purposes of, or in connection with, activities relating to:
(a) the Anti-Money Laundering and Counter-Terrorism
Financing Act 2006; or

(b) regulations or AML/CTF Rules under that Act;
as if the small business operator were an organisation.

Note: The regulations may prescribe different modifications of the Act for
different small business operators. See subsection 33(3A) of the Acts
Interpretation Act 1901.
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(1B)

(16

(1

Small business operator that is a protected action ballot agent
under the Fair Work Act 2009

If a small business operator is the protected action ballot agent for
a protected action ballot conducted under Part 3-3 of the Fair Work
Act 2009, this Act applies, with the prescribed modifications (if
any), in relation to the activities carried on by the small business
operator for the purpose of, or in connection with, the conduct of
the protected action ballot, as if the small business operator were
an organisation.

Note: The regulations may prescribe different modifications of the Act for

different small business operators. See subsection 33(3A) of the Acts
Interpretation Act 1901.

Small business operator that is an association of employees that is
registered or recognised under the Fair Work (Registered
Organisations) Act 2009

If a small business operator is an association of employees that is
registered or recognised under the Fair Work (Registered
Organisations) Act 2009, this Act applies, with the prescribed
modifications (if any), in relation to the activities carried on by the
small business operator, as if the small business operator were an
organisation (within the meaning of this Act).

Note: The regulations may prescribe different modifications of the Act for

different small business operators. See subsection 33(3A) of the Acts
Interpretation Act 1901.

Regulations treating a small business operator as an organisation

This Act applies, with the prescribed modifications (if any), in
relation to a small business operator prescribed for the purposes of
this subsection as if the small business operator were an
organisation.

Note 1: The regulations may prescribe different modifications of the Act for

different small business operators. See subsection 33(3A) of the Acts
Interpretation Act 1901.

Note 2: Regulations may prescribe a small business operator by reference to
one or more classes of small business operator. See subsection 13(3)
of the Legislative Instruments Act 2003.
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Regulations treating a small business operator as an organisation
for particular acts or practices

(2) This Act also applies, with the prescribed modifications (if any), in
relation to the prescribed acts or practices of a small business
operator prescribed for the purposes of this subsection as if the
small business operator were an organisation.

Note 1: The regulations may prescribe different modifications of the Act for

different acts, practices or small business operators. See
subsection 33(3A) of the Acts Interpretation Act 1901.

Note2:  Regulations may prescribe an act, practice or small business operator
by reference to one or more classes of acts, practices or small business
operators. See subsection 13(3) of the Legislative Instruments Act
2003.

Definition
(3) In this section:

protected action ballot agent means a person (other than the
Australian Electoral Commission) that conducts a protected action
ballot under Part 3-3 of the Fair Work Act 2009.

Making regulations

(4) Before the Governor-General makes regulations prescribing a
small business operator, act or practice for the purposes of
subsection (1) or (2), the Minister must:

(a) be satisfied that it is desirable in the public interest to
regulate under this Act the small business operator, act or
practice; and

(b) consult the Commissioner about the desirability of regulating
under this Act the matters described in paragraph (a).

6EA Small business operators choosing to be treated as
organisations

(1) This Act (except section 16D) applies in relation to a small
business operator as if the operator were an organisation while a
choice by the operator to be treated as an organisation is registered
under this section.

(2) A small business operator may make a choice in writing given to
the Commissioner to be treated as an organisation.
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Note: A small business operator may revoke such a choice by writing given
to the Commissioner. See subsection 33(3) of the Acts Interpretation
Act 1901.

If the Commissioner is satisfied that a small business operator has
made the choice to be treated as an organisation, the Commissioner
must enter in a register of operators who have made such a choice:

(a) the name or names under which the operator carries on
business; and

(b) the operator’s ABN, if the operator has one under the A New
Tax System (Australian Business Number) Act 1999.

If a small business operator revokes a choice to be treated as an
organisation, the Commissioner must remove from the register the
material relating to the operator.

The Commissioner may decide the form of the register and how it
is to be kept.

The Commissioner must make the register available to the public
in the way that the Commissioner determines. However, the
Commissioner must not make available to the public in the register
information other than that described in subsection (3).

6F State instrumentalities etc. treated as organisations

(1

Regulations treating a State instrumentality etc. as an organisation

This Act applies, with the prescribed modifications (if any), in
relation to a prescribed State or Territory authority or a prescribed
instrumentality of a State or Territory (except an instrumentality
that is an organisation because of section 6C) as if the authority or
instrumentality were an organisation.

Note 1: The regulations may prescribe different modifications of the Act for

different authorities or instrumentalities. See subsection 33(3A) of the
Acts Interpretation Act 1901.

Note 2: Regulations may prescribe an authority or instrumentality by reference
to one or more classes of authority or instrumentality. See
subsection 13(3) of the Legislative Instruments Act 2003.
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Making regulations to treat instrumentality etc. as organisation

(3) Before the Governor-General makes regulations prescribing a State
or Territory authority or instrumentality of a State or Territory for
the purposes of subsection (1), the Minister must:

(a) be satisfied that the relevant State or Territory has requested
that the authority or instrumentality be prescribed for those
purposes; and

(b) consult the Commissioner about the desirability of regulating
under this Act the collection, holding, use, correction,
disclosure and transfer of personal information by the
authority or instrumentality.

7 Acts and practices of agencies, organisations etc.

(1) Except so far as the contrary intention appears, a reference in this
Act (other than section 8) to an act or to a practice is a reference to:

(a) an act done, or a practice engaged in, as the case may be, by
an agency (other than an eligible case manager or an eligible
hearing service provider), a file number recipient, a credit
reporting agency or a credit provider other than:

(1) an agency specified in any of the following provisions
of the Freedom of Information Act 1982:
(A) Schedule 1;
(B) Division 1 of Part I of Schedule 2;
(C) Division 1 of Part II of Schedule 2; or
(i1) a federal court; or
(iia) a court of Norfolk Island; or
(ii1) a Minister; or
(iiiaa) a Norfolk Island Minister; or
(iiia) the Integrity Commissioner; or
(iv) the ACC; or
(v) a Royal Commission; or
(vi) a Commission of inquiry; or
(b) an act done, or a practice engaged in, as the case may be, by
a federal court or by an agency specified in Schedule 1 to the
Freedom of Information Act 1982, being an act done, or a
practice engaged in, in respect of a matter of an
administrative nature; or
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(ba)

(c)

(ca)

(cb)

(co)

(d)

(e)

(caa)

an act done, or a practice engaged in, as the case may be, by
a court of Norfolk Island, being an act done, or a practice
engaged in, in respect of a matter of an administrative nature;
or

an act done, or a practice engaged in, as the case may be, by
an agency specified in Division 1 of Part II of Schedule 2 to
the Freedom of Information Act 1982, other than an act done,
or a practice engaged in, in relation to a record in relation to
which the agency is exempt from the operation of that Act; or

an act done, or a practice engaged in, as the case may be, by
a part of the Department of Defence specified in Division 2
of Part I of Schedule 2 to the Freedom of Information Act
1982, other than an act done, or a practice engaged in, in
relation to the activities of that part of the Department; or

an act done, or a practice engaged in, as the case may be, by
an eligible case manager in connection with:

(i) the provision of case management services (within the
meaning of the Employment Services Act 1994) to
persons referred to the eligible case manager under
Part 4.3 of that Act; or

(i1) the performance of functions conferred on the eligible
case manager under that Act; or

an act done, or a practice engaged in, as the case may be, by
an eligible hearing service provider in connection with the
provision of hearing services under an agreement made under
Part 3 of the Hearing Services Administration Act 1997; or
an act done, or a practice engaged in, as the case may be, by
a Minister in relation to the affairs of an agency (other than a
Norfolk Island agency, an eligible hearing service provider or
an eligible case manager), not being an act done, or a practice
engaged in, in relation to an existing record; or

an act done, or a practice engaged in, as the case may be, by
a Minister in relation to a record that is in the Minister’s
possession in his or her capacity as a Minister and relates to
the affairs of an agency (other than a Norfolk Island agency,
an eligible hearing service provider or an eligible case
manager); or

an act done, or a practice engaged in, as the case may be, by
a Norfolk Island Minister in relation to the affairs of a
Norfolk Island agency, not being an act done, or a practice
engaged in, in relation to an existing record; or
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(eab)

(ca)

(eb)

(ec)

(ed)

(ee)

an act done, or a practice engaged in, as the case may be, by
a Norfolk Island Minister in relation to a record that is in the
Norfolk Island Minister’s possession in his or her capacity as
a Norfolk Island Minister and relates to the affairs of a
Norfolk Island agency; or

an act done, or a practice engaged in, as the case may be, by
a Minister in relation to the affairs of an eligible case
manager, being affairs in connection with:

(i) the provision of case management services (within the
meaning of the Employment Services Act 1994) to
persons referred to the eligible case manager under
Part 4.3 of that Act; or

(ii) the performance of functions conferred on the eligible
case manager under that Act; or

an act done, or a practice engaged in, as the case may be, by
a Minister in relation to a record that is in the Minister’s
possession in his or her capacity as a Minister and relates to
the affairs of an eligible case manager, being affairs in
connection with:

(i) the provision of case management services (within the
meaning of the Employment Services Act 1994) to
persons referred to the eligible case manager under
Part 4.3 of that Act; or

(ii) the performance of functions conferred on the eligible
case manager under that Act; or

an act done, or a practice engaged in, as the case may be, by
a Minister in relation to the affairs of an eligible hearing
service provider, being affairs in connection with the
provision of hearing services under an agreement made under
Part 3 of the Hearing Services Administration Act 1997; or
an act done, or a practice engaged in, as the case may be, by
a Minister in relation to a record that is in the Minister’s
possession in his or her capacity as a Minister and relates to
the affairs of an eligible hearing service provider, being
affairs in connection with the provision of hearing services
under an agreement made under Part 3 of the Hearing
Services Administration Act 1997; or
an act done, or a practice engaged in, by an organisation,
other than an exempt act or exempt practice (see sections 7B
and 7C);
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but does not include a reference to an act done, or a practice
engaged in, in relation to a record that has originated with, or has
been received from:

(f) an intelligence agency;

(g) the Defence Intelligence Organisation, the Defence Imagery
and Geospatial Organisation or the Defence Signals
Directorate of the Department of Defence; or

(ga) the Integrity Commissioner or a staff member of ACLEI
(within the meaning of the Law Enforcement Integrity
Commissioner Act 20006); or

(h) the ACC or the Board of the ACC.

(1A) Despite subsections (1) and (2), a reference in this Act (other than
section 8) to an act or to a practice does not include a reference to
the act or practice so far as it involves the disclosure of personal
information to:

(a) the Australian Security Intelligence Organisation; or
(b) the Australian Secret Intelligence Service; or

(c) the Defence Signals Directorate of the Department of
Defence.

(2) Except so far as the contrary intention appears, a reference in this
Act (other than section 8) to an act or to a practice includes, in the
application of this Act otherwise than in respect of the Information
Privacy Principles, the National Privacy Principles, an approved
privacy code and the performance of the Commissioner’s functions
under section 27, a reference to an act done, or a practice engaged
in, as the case may be, by an agency specified in Part I of
Schedule 2 to the Freedom of Information Act 1982 or in
Division 1 of Part II of that Schedule other than:

(a) an intelligence agency;

(b) the Defence Intelligence Organisation, the Defence Imagery
and Geospatial Organisation or the Defence Signals
Directorate of the Department of Defence; or

(c) the ACC or the Board of the ACC.

(3) Except so far as the contrary intention appears, a reference in this
Act to doing an act includes a reference to:

(a) doing an act in accordance with a practice; or
(b) refusing or failing to do an act.
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(3A) For the purposes of this Act, an act is only to be taken to have been
done, and a practice is only to be taken to have been engaged in, by
a credit provider that is not a corporation if the act is done, or the
practice is engaged in, in the course of, or for the purposes of,
banking (other than State banking not extending beyond the limits
of the State concerned) carried on by the credit provider.

(4) For the purposes of paragraphs 27(1)(b), (¢), (d), (e), (g), (k) and
(m), of subsection 31(2) and of Part VI, this section has effect as if
a reference in subsection (1) of this section to an act done, or to a
practice engaged in, included a reference to an act that is proposed
to be done, or to a practice that is proposed to be engaged in, as the
case may be.

7A Acts of certain agencies treated as acts of organisation

(1) This Act applies, with the prescribed modifications (if any), in
relation to an act or practice described in subsection (2) or (3) as if:
(a) the act or practice were an act done, or practice engaged in,
by an organisation; and
(b) the agency mentioned in that subsection were the
organisation.

(2) Subsection (1) applies to acts done, and practices engaged in, by a
prescribed agency. Regulations for this purpose may prescribe an
agency only if it is specified in Part I of Schedule 2 to the Freedom
of Information Act 1982.

(3) Subsection (1) also applies to acts and practices that:

(a) are done or engaged in by an agency specified in Division 1
of Part II of Schedule 2 to the Freedom of Information Act
1982 in relation to documents in respect of its commercial
activities or the commercial activities of another entity; and

(b) relate to those commercial activities.

(4) This section has effect despite subparagraph 7(1)(a)(i),
paragraph 7(1)(c) and subsection 7(2).
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7B Exempt acts and exempt practices of organisations

(1

2

3)

Individuals in non-business capacity

An act done, or practice engaged in, by an organisation that is an
individual is exempt for the purposes of paragraph 7(1)(ee) if the
act is done, or the practice is engaged in, other than in the course of
a business carried on by the individual.

Note: See also section 16E which provides that the National Privacy
Principles do not apply for the purposes of, or in connection with, an
individual’s personal, family or household affairs.

Organisation acting under Commonwealth contract

An act done, or practice engaged in, by an organisation is exempt
for the purposes of paragraph 7(1)(ee) if:
(a) the organisation is a contracted service provider for a
Commonwealth contract (whether or not the organisation is a
party to the contract); and

(b) the organisation would be a small business operator if it were
not a contracted service provider for a Commonwealth
contract; and

(c) the act is done, or the practice is engaged in, otherwise than
for the purposes of meeting (directly or indirectly) an
obligation under a Commonwealth contract for which the
organisation is the contracted service provider.

Note: This puts the organisation in the same position as a small business
operator as far as its activities that are not for the purposes of a
Commonwealth contract are concerned, so the organisation need not

comply with the National Privacy Principles or a binding approved
privacy code in relation to those activities.

Employee records

An act done, or practice engaged in, by an organisation that is or
was an employer of an individual, is exempt for the purposes of
paragraph 7(1)(ee) if the act or practice is directly related to:
(a) a current or former employment relationship between the
employer and the individual; and
(b) an employee record held by the organisation and relating to
the individual.
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Journalism

(4) An act done, or practice engaged in, by a media organisation is
exempt for the purposes of paragraph 7(1)(ee) if the act is done, or
the practice is engaged in:

(a) by the organisation in the course of journalism; and
(b) at a time when the organisation is publicly committed to
observe standards that:

(i) deal with privacy in the context of the activities of a
media organisation (whether or not the standards also
deal with other matters); and

(i1) have been published in writing by the organisation or a

person or body representing a class of media
organisations.

Organisation acting under State contract

(5) An act done, or practice engaged in, by an organisation is exempt
for the purposes of paragraph 7(1)(ee) if:
(a) the organisation is a contracted service provider for a State
contract (whether or not the organisation is a party to the
contract); and

(b) the act is done, or the practice is engaged in for the purposes

of meeting (directly or indirectly) an obligation under the
contract.

7C Political acts and practices are exempt

Members of a Parliament etc.

(1) An act done, or practice engaged in, by an organisation (the
political representative) consisting of a member of a Parliament, or
a councillor (however described) of a local government authority,
is exempt for the purposes of paragraph 7(1)(ee) if the act is done,
or the practice is engaged in, for any purpose in connection with:
(a) an election under an electoral law; or
(b) areferendum under a law of the Commonwealth or a law of a
State or Territory; or
(c) the participation by the political representative in another
aspect of the political process.
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Contractors for political representatives etc.

An act done, or practice engaged in, by an organisation (the
contractor) is exempt for the purposes of paragraph 7(1)(ee) if the
act is done or the practice is engaged in:

(a) for the purposes of meeting an obligation under a contract
between the contractor and a registered political party or a
political representative described in subsection (1); and

(b) for any purpose in connection with one or more of the
following:

(i) an election under an electoral law;
(i1) a referendum under a law of the Commonwealth or a
law of a State or Territory;

(ii1) the participation in another aspect of the political
process by the registered political party or political
representative;

(iv) facilitating acts or practices of the registered political
party or political representative for a purpose mentioned
in subparagraph (i), (ii) or (iii) of this paragraph.

Subcontractors for organisations covered by subsection (1) etc.

An act done, or practice engaged in, by an organisation (the
subcontractor) is exempt for the purposes of paragraph 7(1)(ee) if
the act is done or the practice is engaged in:
(a) for the purposes of meeting an obligation under a contract
between the subcontractor and a contractor described in
subsection (2); and

(b) for a purpose described in paragraph (2)(b).
Volunteers for registered political parties

An act done voluntarily, or practice engaged in voluntarily, by an

organisation for or on behalf of a registered political party and with

the authority of the party is exempt for the purposes of

paragraph 7(1)(ee) if the act is done or the practice is engaged in

for any purpose in connection with one or more of the following:
(a) an election under an electoral law;

(b) areferendum under a law of the Commonwealth or a law of a
State or Territory;
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(c) the participation in another aspect of the political process by
the registered political party;

(d) facilitating acts or practices of the registered political party
for a purpose mentioned in paragraph (a), (b) or (c).

Effect of subsection (4) on other operation of Act

Subsection (4) does not otherwise affect the operation of the Act in
relation to agents or principals.

Meaning of electoral law and Parliament
In this section:

electoral law means a law of the Commonwealth, or a law of a
State or Territory, relating to elections to a Parliament or to a local
government authority.

Parliament means:
(a) the Parliament of the Commonwealth; or
(b) a State Parliament; or
(c) the legislature of a Territory.

Note: To avoid doubt, this section does not make exempt for the purposes of
paragraph 7(1)(ee) an act or practice of the political representative,
contractor, subcontractor or volunteer for a registered political party
involving the use or disclosure (by way of sale or otherwise) of
personal information in a way not covered by subsection (1), (2), (3)
or (4) (as appropriate). The rest of this Act operates normally in
relation to that act or practice.

8 Acts and practices of, and disclosure of information to, staff of

(1

agency, organisation etc.

For the purposes of this Act:

(a) an act done or practice engaged in by, or information
disclosed to, a person employed by, or in the service of, an
agency, organisation, file number recipient, credit reporting
agency or credit provider in the performance of the duties of
the person’s employment shall be treated as having been
done or engaged in by, or disclosed to, the agency,
organisation, recipient, credit reporting agency or credit
provider;
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(b) an act done or practice engaged in by, or information
disclosed to, a person on behalf of, or for the purposes of the
activities of, an unincorporated body, being a board, council,
committee, sub-committee or other body established by or
under a Commonwealth enactment or a Norfolk Island
enactment for the purpose of assisting, or performing
functions in connection with, an agency or organisation, shall
be treated as having been done or engaged in by, or disclosed
to, the agency or organisation; and

(c) an act done or practice engaged in by, or information
disclosed to, a member, staff member or special member of
the Australian Federal Police in the performance of his or her
duties as such a member, staff member or special member
shall be treated as having been done or engaged in by, or
disclosed to, the Australian Federal Police.

(2) Where:

(a) an act done or a practice engaged in by a person, in relation
to a record, is to be treated, under subsection (1), as having
been done or engaged in by an agency; and

(b) that agency is not the record-keeper in relation to that record,

that act or practice shall be treated as the act or the practice of the
record-keeper in relation to that record.

(3) For the purposes of the application of this Act in relation to an
organisation that is a partnership:
(a) an act done or practice engaged in by a partner is taken to
have been done or engaged in by the organisation; and

(b) a communication (including a complaint, notice, request or
disclosure of information) made to a partner is taken to have
been made to the organisation.

(4) For the purposes of the application of this Act in relation to an
organisation that is an unincorporated association:

(a) an act done or practice engaged in by a member of the
committee of management of the association is taken to have
been done or engaged in by the organisation; and

(b) a communication (including a complaint, notice, request or
disclosure of information) made to a member of the
committee of management of the association is taken to have
been made to the organisation.
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(5) For the purposes of the application of this Act in relation to an
organisation that is a trust:
(a) an act done or practice engaged in by a trustee is taken to
have been done or engaged in by the organisation; and
(b) a communication (including a complaint, notice or request or
disclosure of information) made to a trustee is taken to have
been made to the organisation.

9 Collectors

(1) An agency that collects personal information shall be treated, for
the purposes of this Act, as a collector in relation to that
information.

(2) Subject to subsection (3), where personal information is collected
by a person:
(a) in the course of the person’s employment by, or in the service
of, an agency other than the Australian Federal Police; or
(b) as a member, staff member or special member of the
Australian Federal Police in the performance of his or her
duties as such a member, staff member or special member;
then, for the purposes of this Act:

(c) if paragraph (a) applies—the agency first referred to in that
paragraph; and
(d) if paragraph (b) applies—the Australian Federal Police;
shall be treated as a collector in relation to that information.

(3) Where personal information is collected by a person for the
purposes of the activities of, an unincorporated body, being a
board, council, committee, sub-committee or other body
established by or under a Commonwealth enactment or a Norfolk
Island enactment for the purpose of assisting, or performing
functions connected with, an agency, that agency shall be treated,
for the purposes of this Act, as a collector in relation to that
information.
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10 Record-keepers

(1

2

)

“4)

Subject to subsections (4) and (5), an agency that is in possession
or control of a record of personal information shall be regarded, for
the purposes of this Act, as the record-keeper in relation to that
record.

Subject to subsections (3), (4) and (5), where a record of personal
information is in the possession or under the control of a person:
(a) in the course of the person’s employment in the service of or
by an agency other than the Australian Federal Police; or
(b) as a member, staff member or special member of the
Australian Federal Police in the performance of his or her
duties as such a member, staff member or special member;

then, for the purposes of this Act, the record-keeper in relation to
that record shall be taken to be:
(c) if paragraph (a) applies—the agency first referred to in that
paragraph; and
(d) if paragraph (b) applies—the Australian Federal Police.

Where a record of personal information is in the possession or
under the control of a person for the purposes of the activities of,
an unincorporated body, being a board, council, committee,
sub-committee or other body established by or under a
Commonwealth enactment or a Norfolk Island enactment for the
purpose of assisting, or performing functions connected with, an
agency, that agency shall be regarded, for the purposes of this Act,
as the record-keeper in relation to that record.

Where:

(a) arecord of personal information (not being a record relating
to the administration of the National Archives of Australia) is
in the care (within the meaning of the Archives Act 1983) of
the National Archives of Australia; or

(b) arecord of personal information (not being a record relating
to the administration of the Australian War Memorial) is in
the custody of the Australian War Memorial;

the agency by or on behalf of which the record was placed in that
care or custody or, if that agency no longer exists, the agency to
whose functions the contents of the record are most closely related,
shall be regarded, for the purposes of this Act, as the record-keeper
in relation to that record.
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(5) Where a record of personal information was placed by or on behalf
of an agency in the memorial collection within the meaning of the
Australian War Memorial Act 1980, that agency or, if that agency
no longer exists, the agency to whose functions the contents of the
record are most closely related, shall be regarded, for the purposes
of this Act, as the record-keeper in relation to that record.

11 File number recipients

(1) A person who is (whether lawfully or unlawfully) in possession or
control of a record that contains tax file number information shall
be regarded, for the purposes of this Act, as a file number recipient.

(2) Subject to subsection (3), where a record that contains tax file
number information is in the possession or under the control of a
person:

(a) in the course of the person’s employment in the service of or
by a person or body other than an agency;
(b) in the course of the person’s employment in the service of or
by an agency other than the Australian Federal Police; or
(c) as a member, staff member or special member of the
Australian Federal Police in the performance of his or her
duties as such a member, staff member or special member;
then, for the purposes of this Act, the file number recipient in
relation to that record shall be taken to be:

(d) if paragraph (a) applies—the person’s employer;

(e) if paragraph (b) applies—the agency first referred to in that
paragraph; and

(f) if paragraph (c) applies—the Australian Federal Police.

(3) Where a record that contains tax file number information is in the
possession or under the control of a person for the purposes of the
activities of, an unincorporated body, being a board, council,
committee, sub-committee or other body established by or under a
Commonwealth enactment or a Norfolk Island enactment for the
purpose of assisting, or performing functions connected with, an
agency, that agency shall be treated, for the purposes of this Act, as
the file number recipient in relation to that record.
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11A Credit reporting agencies

For the purposes of this Act, a person is a credit reporting agency if
the person is a corporation that carries on a credit reporting
business.

11B Credit providers

(1) For the purposes of this Act, but subject to subsection (2), a person
is a credit provider if the person is:
(a) abank; or
(b) a corporation (other than an agency):

(iii) a substantial part of whose business or undertaking is
the provision of loans (including the provision of loans
by issuing credit cards); or

(iv) that carries on a retail business in the course of which it
issues credit cards to members of the public in
connection with the sale of goods, or the supply of
services, by the corporation; or

(v) that:

(A) carries on a business or undertaking involving
the provision of loans (including the provision
of loans by issuing credit cards); and

(B) is included in a class of corporations
determined by the Commissioner to be credit
providers for the purposes of this Act; or

(c) aperson:
(i) who is not a corporation; and

(i1) in relation to whom paragraph (b) would apply if the
person were a corporation; or

(d) an agency that:
(i) carries on a business or undertaking that involves the
making of loans; and

(i1) is determined by the Commissioner to be a credit
provider for the purposes of this Act.

(1A) If an agency is a credit provider because of paragraph (1)(d),
Part IIIA has effect in relation to the carrying on by the agency of a
business or undertaking involving the making of loans despite
anything in Part III or in the Freedom of Information Act 1982.
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(2) For the purposes of this Act, a corporation that would, but for this
section, be a credit provider is not to be regarded as a credit
provider if it is included in a class of corporations declared by the
regulations not to be credit providers.

(3) A determination under sub-subparagraph(1)(b)(v)(B) or
subparagraph (1)(d)(ii) is to be made by notice in writing published
in the Gazette.

(4) A notice so published is a disallowable instrument for the purposes
of section 46A of the Acts Interpretation Act 1901.

(4A) Subsection (4B) applies to a person who carries on a business that
is involved in one or both of the following:

(a) a securitisation arrangement;

(b) managing loans that are the subject of a securitisation
arrangement.

(4B) While a person to whom this subsection applies is performing a
task that is reasonably necessary for purchasing, funding or
managing, or processing an application for, a loan by means of a
securitisation arrangement (being a loan that has been provided by,
or in respect of which application has been made to, a credit
provider):

(a) the person:

(i) is taken, for the purposes of this Act, to be another
credit provider; and

(i1) is subject to the same obligations under this Act as any
other credit provider; and

(b) for the purposes of this Act, the loan is taken to have been
provided by, or the application for the loan is taken to have
been made to, both the person and the first-mentioned credit
provider.

(4C) Nothing in this Act prevents a report (within the meaning of
subsection 18N(9)) to which section 18N applies being disclosed
if:

(a) the disclosure is reasonably necessary for purchasing,
funding or managing, or processing an application for, a loan
by means of a securitisation arrangement (being a loan that
has been provided by, or in respect of which an application
has been made to, a credit provider); and
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(4E)

)

(6)

(7

(b) the disclosure takes place between a person to whom
subsection (4B) applies in relation to that loan and:
(1) the credit provider; or

(i1) another person to whom that subsection applies in
relation to that loan.

A reference in subsection (4B) or (4C) to purchasing or funding a
loan by means of a securitisation arrangement includes a reference
to credit enhancement of the loan.

A reference in subsection (4B) or (4C) to managing a loan does not
include a reference to an act relating to the collection of overdue
payments in respect of the loan if the act is undertaken by a person
whose primary function in relation to the loan is the collection of
overdue payments.

Subject to subsection (6), while a person is acting as an agent of a
credit provider in performing, on behalf of the credit provider, a
task that is necessary:
(a) in processing an application for a loan; or
(b) in managing:
(i) aloan given by the credit provider; or
(i1) an account maintained by any person with the credit
provider;
the first-mentioned person:
(c) is taken, for the purposes of this Act, to be another credit
provider; and

(d) is subject to the same obligations under this Act as any other
credit provider.

Nothing in this Act prevents such an agent of a credit provider
disclosing to the credit provider, in the agent’s capacity as such an
agent, a report (within the meaning of subsection 18N(9)) to which
section 18N applies.

The reference in subsection (5) to the management of a loan does
not include a reference to any act relating to the collection of
payments that are overdue in respect of the loan.
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12 Application of Information Privacy Principles to agency in
possession

For the purposes of this Act, where an agency has possession but
not control of a record of personal information, the Information
Privacy Principles apply in relation to that agency to the extent
only of the obligations or duties to which that agency is subject,
otherwise than by virtue of the operation of this Act, because it is
in possession of that particular record.

12A Act not to apply in relation to State banking or insurance
within that State

Where, but for this section, a provision of this Act:
(a) would have a particular application; and
(b) by virtue of having that application, would be a law with
respect to, or with respect to matters including:

(i) State banking not extending beyond the limits of the
State concerned; or

(ii) State insurance not extending beyond the limits of the
State concerned;

the provision is not to have that application.

12B Severability: additional effect of Act in relation to organisations

(1) Without limiting its effect apart from each of the following
subsections of this section, this Act also has effect in relation to
organisations as provided by that subsection.

(2) This Act also has the effect it would have if its operation in relation
to organisations were expressly confined to an operation to give
effect to the International Covenant on Civil and Political Rights,
and in particular Article 17 of the Covenant.

Note: The text of the International Covenant on Civil and Political Rights is
set out in Australian Treaty Series 1980 No. 23. In 2000, this was
available in the Australian Treaties Library of the Department of
Foreign Affairs and Trade, accessible through that Department’s
website.

(3) This Act also has the effect it would have if its operation in relation
to organisations were expressly confined to acts or practices
covered by subsection 5B(1) (which deals with acts and practices
outside Australia and the external Territories by organisations).
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This Act also has the effect it would have if its operation in relation
to organisations were expressly confined to organisations that are
corporations.

This Act also has the effect it would have if its operation in relation
to organisations were expressly confined to acts or practices of
organisations taking place in the course of, or in relation to, trade
or commerce:

(a) between Australia and places outside Australia; or
(b) among the States; or

(c) within a Territory, between a State and a Territory or
between 2 Territories.

This Act also has the effect it would have if its operation in relation
to organisations were expressly confined to acts or practices of
organisations taking place using a postal, telegraphic, telephonic or
other like service within the meaning of paragraph 51(v) of the
Constitution.

This Act also has the effect it would have if its operation in relation
to organisations were expressly confined to acts or practices of
organisations taking place in a Territory.

This Act also has the effect it would have if its operation in relation
to organisations were expressly confined to acts or practices of
organisations taking place in a place acquired by the
Commonwealth for public purposes.
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Part III—Information privacy
Division 1—Interferences with privacy

13 Interferences with privacy

For the purposes of this Act, an act or practice is an interference
with the privacy of an individual if the act or practice:

(a) in the case of an act or practice engaged in by an agency
(whether or not the agency is also a file number recipient,
credit reporting agency or credit provider)—breaches an
Information Privacy Principle in relation to personal
information that relates to the individual; or

(b) in the case of an act or practice engaged in by a file number
recipient (whether or not the file number recipient is also an
agency, organisation, credit reporting agency or credit
provider)—breaches a guideline under section 17 in relation
to tax file number information that relates to the individual;
or

(ba) constitutes a breach of Part 2 of the Data-matching Program
(Assistance and Tax) Act 1990 or the guidelines in force
under that Act; or

(bb) constitutes a breach of the guidelines in force under
section 135AA of the National Health Act 1953; or

(c) involves an unauthorised requirement or request for
disclosure of the tax file number of the individual; or

(d) in the case of an act or practice engaged in by a credit
reporting agency or credit provider (whether or not the credit
reporting agency or credit provider is also an agency,
organisation or file number recipient)—constitutes a credit
reporting infringement in relation to personal information
that relates to the individual.

Note 1: A contravention of the Healthcare Identifiers Act 2010, or of
regulations made under that Act, is an interference with the privacy of
an individual and is covered by this section (see subsection 29(1) of
that Act).

Note 2: A breach of a requirement of Division 5A of Part 2 of the Anti-Money
Laundering and Counter-Terrorism Financing Act 2006 by a credit
reporting agency is an interference with the privacy of an individual
and is covered by this section (see section 35L of that Act).
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Note:

For the purposes of this section, each of the following is an
interference with the privacy of an individual:

(a) a contravention of the requirement to ensure that notice is given
in accordance with section 157 of the Personal Property
Securities Act 2009 (see subsection 157(4) of that Act);

(b) asearch of the Personal Property Securities Register that is
unauthorised under subsection 173(3) or (4) of that Act (see
subsection 173(2) of that Act).

13A Interferences with privacy by organisations

General rule

(1) For the purposes of this Act, an act or practice of an organisation is
an interference with the privacy of an individual if:

(a) the act or practice breaches an approved privacy code that
binds the organisation in relation to personal information that
relates to the individual; or

(b) both of the following apply:

(1)

(i)

the act or practice breaches a National Privacy Principle
in relation to personal information that relates to the
individual;

the organisation is not bound by an approved privacy
code in relation to the personal information; or

(c) all of the following apply:

(1)
(i)

(iii)

(iv)

the act or practice relates to personal information that
relates to the individual,

the organisation is a contracted service provider for a
Commonwealth contract (whether or not the
organisation is a party to the contract);

because of a provision of the contract that is
inconsistent with an approved privacy code or a
National Privacy Principle that applies to the
organisation in relation to the personal information, the
act or practice does not breach the code or Principle (see
subsections 6A(2) and 6B(2));

the act is done, or the practice is engaged in, in a
manner contrary to, or inconsistent with, that provision;
or

(d) the act or practice involves the organisation in a
contravention of section 16F (which limits direct marketing
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using information collected under a Commonwealth contract)
involving personal information that relates to the individual.

Note 1: Sections 13B, 13C and 13D contain exceptions to this rule.

Note 2: A breach of a requirement of Division 5A of Part 2 of the Anti-Money
Laundering and Counter-Terrorism Financing Act 2006 by a
reporting entity is an interference with the privacy of an individual
and is covered by this section (see section 35L of that Act).

Rule applies even if other rules also apply

(2) It does not matter whether the organisation is also a credit
reporting agency, a credit provider or a file number recipient.

13B Related bodies corporate

Acts or practices that are not interferences with privacy

(1) Despite paragraphs 13A(1)(a) and (b), each of the following acts or
practices of an organisation that is a body corporate is not an
interference with the privacy of an individual:

(a) the collection of personal information (other than sensitive
information) about the individual by the body corporate from
a related body corporate;

(b) the disclosure of personal information (other than sensitive
information) about the individual by the body corporate to a
related body corporate.

Note: Subsection (1) lets related bodies corporate share personal
information. However, in using or holding the information, they must

comply with the National Privacy Principles or a binding approved
privacy code. For example, there is an interference with privacy if:

(a) abody corporate uses personal information it has collected from
a related body corporate; and

(b) the use breaches National Privacy Principle 2 (noting that the
collecting body’s primary purpose of collection will be taken to
be the same as that of the related body) or a corresponding
provision in a binding approved privacy code.

(1A) However, paragraph (1)(a) does not apply to the collection by a
body corporate of personal information (other than sensitive
information) from:

(a) arelated body corporate that is not an organisation; or

(b) arelated body corporate whose disclosure of the information
to the body corporate is an exempt act or exempt practice for
the purposes of paragraph 7(1)(ee); or
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(c) arelated body corporate whose disclosure of the information

Note:

to the body corporate is not an interference with privacy
because of section 13D.

The effect of subsection (1A) is that a body corporate’s failure to
comply with the National Privacy Principles, or a binding approved
privacy code, in collecting personal information about an individual
from a related body corporate covered by that subsection is an
interference with the privacy of the individual.

Relationship with paragraphs 13A(1)(c) and (d)

(2) Subsection (1) does not prevent an act or practice of an
organisation from being an interference with the privacy of an
individual under paragraph 13A(1)(c) or (d).

13C Change in partnership because of change in partners

Acts or practices that are not interferences with privacy

(1) If

(a) an organisation (the new partnership) that is a partnership

forms at the same time as, or immediately after, the
dissolution of another partnership (the old partnership); and

(b) at least one person who was a partner in the old partnership is

a partner in the new partnership; and

(c) the new partnership carries on a business that is the same as,

or similar to, a business carried on by the old partnership; and

(d) the new partnership holds, immediately after its formation,

personal information about an individual that the old
partnership held immediately before its dissolution;

neither the disclosure (if any) by the old partnership, nor the
collection (if any) by the new partnership, of the information that
was necessary for the new partnership to hold the information
immediately after its formation constitutes an interference with the
privacy of the individual.

Note:

Subsection (1) lets personal information be passed on from an old to a
new partnership. However, in using or holding the information, they
must comply with the National Privacy Principles or a binding
approved privacy code. For example, the new partnership’s use of
personal information collected from the old partnership may constitute
an interference with privacy if it breaches National Privacy Principle 2
or a corresponding provision in a binding approved privacy code.
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Effect despite section 134

(2) Subsection (1) has effect despite section 13A.

13D Overseas act required by foreign law

Acts or practices that are not interferences with privacy

(1) An act or practice of an organisation done or engaged in outside
Australia and an external Territory is not an interference with the
privacy of an individual if the act or practice is required by an
applicable law of a foreign country.

Effect despite section 134

(2) Subsection (1) has effect despite section 13A.

13E Effect on section 13 of sections 13B, 13C and 13D

Sections 13B, 13C and 13D do not prevent an act or practice of an
organisation from being an interference with the privacy of an
individual under section 13.

13F Act or practice not covered by section 13 or section 13A is not
an interference with privacy

An act or practice that is not covered by section 13 or section 13A
is not an interference with the privacy of an individual.
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Section 14

Division 2—Information Privacy Principles

14 Information Privacy Principles

The Information Privacy Principles are as follows:
Information Privacy Principles

Principle 1

Manner and purpose of collection of personal information

1. Personal information shall not be collected by a collector for
inclusion in a record or in a generally available publication unless:

(a) the information is collected for a purpose that is a lawful
purpose directly related to a function or activity of the
collector; and

(b) the collection of the information is necessary for or directly
related to that purpose.

2. Personal information shall not be collected by a collector by
unlawful or unfair means.

Principle 2

Solicitation of personal information from individual concerned

Where:

(a) a collector collects personal information for inclusion in a
record or in a generally available publication; and
(b) the information is solicited by the collector from the
individual concerned;
the collector shall take such steps (if any) as are, in the
circumstances, reasonable to ensure that, before the information is
collected or, if that is not practicable, as soon as practicable after
the information is collected, the individual concerned is generally
aware of:

(c) the purpose for which the information is being collected;
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(d) if the collection of the information is authorised or required
by or under law—the fact that the collection of the
information is so authorised or required; and

(e) any person to whom, or any body or agency to which, it is
the collector’s usual practice to disclose personal information
of the kind so collected, and (if known by the collector) any
person to whom, or any body or agency to which, it is the
usual practice of that first-mentioned person, body or agency
to pass on that information.

Principle 3

Solicitation of personal information generally

Where:
(a) a collector collects personal information for inclusion in a
record or in a generally available publication; and
(b) the information is solicited by the collector;
the collector shall take such steps (if any) as are, in the
circumstances, reasonable to ensure that, having regard to the
purpose for which the information is collected:
(c) the information collected is relevant to that purpose and is up
to date and complete; and
(d) the collection of the information does not intrude to an
unreasonable extent upon the personal affairs of the
individual concerned.

Principle 4

Storage and security of personal information

A record-keeper who has possession or control of a record that
contains personal information shall ensure:

(a) that the record is protected, by such security safeguards as it
is reasonable in the circumstances to take, against loss,
against unauthorised access, use, modification or disclosure,
and against other misuse; and
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(b) that if it is necessary for the record to be given to a person in
connection with the provision of a service to the
record-keeper, everything reasonably within the power of the
record-keeper is done to prevent unauthorised use or
disclosure of information contained in the record.

Principle 5

Information relating to records kept by record-keeper

1. A record-keeper who has possession or control of records that
contain personal information shall, subject to clause 2 of this
Principle, take such steps as are, in the circumstances, reasonable
to enable any person to ascertain:

(a) whether the record-keeper has possession or control of any
records that contain personal information; and

(b) if the record-keeper has possession or control of a record that
contains such information:

(1) the nature of that information;
(ii) the main purposes for which that information is used;
and
(ii1) the steps that the person should take if the person wishes
to obtain access to the record.

2. A record-keeper is not required under clause 1 of this Principle to
give a person information if the record-keeper is required or
authorised to refuse to give that information to the person under the
applicable provisions of any law of the Commonwealth that
provides for access by persons to documents.

3. A record-keeper shall maintain a record setting out:

(a) the nature of the records of personal information kept by or
on behalf of the record-keeper;

(b) the purpose for which each type of record is kept;
(c) the classes of individuals about whom records are kept;
(d) the period for which each type of record is kept;

(e) the persons who are entitled to have access to personal
information contained in the records and the conditions under
which they are entitled to have that access; and

() the steps that should be taken by persons wishing to obtain
access to that information.
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4. A record-keeper shall:
(a) make the record maintained under clause 3 of this Principle
available for inspection by members of the public; and
(b) give the Commissioner, in the month of June in each year, a
copy of the record so maintained.

Principle 6

Access to records containing personal information

Where a record-keeper has possession or control of a record that
contains personal information, the individual concerned shall be
entitled to have access to that record, except to the extent that the
record-keeper is required or authorised to refuse to provide the
individual with access to that record under the applicable
provisions of any law of the Commonwealth that provides for
access by persons to documents.

Principle 7

Alteration of records containing personal information

1. A record-keeper who has possession or control of a record that
contains personal information shall take such steps (if any), by way
of making appropriate corrections, deletions and additions as are,
in the circumstances, reasonable to ensure that the record:

(a) is accurate; and

(b) is, having regard to the purpose for which the information
was collected or is to be used and to any purpose that is
directly related to that purpose, relevant, up to date, complete
and not misleading.

2. The obligation imposed on a record-keeper by clause 1 is subject to
any applicable limitation in a law of the Commonwealth that
provides a right to require the correction or amendment of
documents.

3. Where:

(a) the record-keeper of a record containing personal information
is not willing to amend that record, by making a correction,
deletion or addition, in accordance with a request by the
individual concerned; and
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(b) no decision or recommendation to the effect that the record
should be amended wholly or partly in accordance with that
request has been made under the applicable provisions of a
law of the Commonwealth;

the record-keeper shall, if so requested by the individual
concerned, take such steps (if any) as are reasonable in the
circumstances to attach to the record any statement provided by
that individual of the correction, deletion or addition sought.

Principle 8

Record-keeper to check accuracy etc. of personal information
before use

A record-keeper who has possession or control of a record that
contains personal information shall not use that information
without taking such steps (if any) as are, in the circumstances,
reasonable to ensure that, having regard to the purpose for which
the information is proposed to be used, the information is accurate,
up to date and complete.

Principle 9

Personal information to be used only for relevant purposes

A record-keeper who has possession or control of a record that
contains personal information shall not use the information except
for a purpose to which the information is relevant.

Principle 10

Limits on use of personal information

1. A record-keeper who has possession or control of a record that
contains personal information that was obtained for a particular
purpose shall not use the information for any other purpose unless:

(a) the individual concerned has consented to use of the
information for that other purpose;

(b) the record-keeper believes on reasonable grounds that use of
the information for that other purpose is necessary to prevent
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(c)
(d)

(e)

or lessen a serious and imminent threat to the life or health of
the individual concerned or another person;

use of the information for that other purpose is required or
authorised by or under law;

use of the information for that other purpose is reasonably
necessary for enforcement of the criminal law or of a law
imposing a pecuniary penalty, or for the protection of the
public revenue; or

the purpose for which the information is used is directly
related to the purpose for which the information was
obtained.

2. Where personal information is used for enforcement of the
criminal law or of a law imposing a pecuniary penalty, or for the
protection of the public revenue, the record-keeper shall include in
the record containing that information a note of that use.

Principle 11

Limits on disclosure of personal information

1. A record-keeper who has possession or control of a record that
contains personal information shall not disclose the information to
a person, body or agency (other than the individual concerned)
unless:

(a)

(b)
(©)

(d)
(e)

the individual concerned is reasonably likely to have been
aware, or made aware under Principle 2, that information of
that kind is usually passed to that person, body or agency;
the individual concerned has consented to the disclosure;

the record-keeper believes on reasonable grounds that the
disclosure is necessary to prevent or lessen a serious and
imminent threat to the life or health of the individual
concerned or of another person;

the disclosure is required or authorised by or under law; or
the disclosure is reasonably necessary for the enforcement of
the criminal law or of a law imposing a pecuniary penalty, or
for the protection of the public revenue.

2. Where personal information is disclosed for the purposes of
enforcement of the criminal law or of a law imposing a pecuniary
penalty, or for the purpose of the protection of the public revenue,
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the record-keeper shall include in the record containing that
information a note of the disclosure.

3. A person, body or agency to whom personal information is
disclosed under clause 1 of this Principle shall not use or disclose
the information for a purpose other than the purpose for which the
information was given to the person, body or agency.

15 Application of Information Privacy Principles

(1) Information Privacy Principles 1, 2, 3, 10 and 11 apply only in
relation to information collected after the commencement of this
Act.

(1A) Information Privacy Principles 1, 2, 3, 10 and 11 do not apply to
information collected by a Norfolk Island agency before the
commencement of this subsection.

(2) Information Privacy Principles 4 to 9, inclusive, apply in relation to
information contained in a record in the possession or under the
control of an agency, whether the information was collected
before, or is collected after, the commencement of this Act.

15B Special provision relating to the application of the Information
Privacy Principles in relation to Norfolk Island

In relation to a record-keeper that is a Norfolk Island agency, a
reference in Information Privacy Principle 5, 6 or 7 to a law of the
Commonwealth includes a reference to a Norfolk Island
enactment.

16 Agencies to comply with Information Privacy Principles

An agency shall not do an act, or engage in a practice, that
breaches an Information Privacy Principle.
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Division 3—Approved privacy codes and the National
Privacy Principles

16A Organisations to comply with approved privacy codes or
National Privacy Principles

(1) An organisation must not do an act, or engage in a practice, that
breaches an approved privacy code that binds the organisation.

(2) To the extent (if any) that an organisation is not bound by an
approved privacy code, the organisation must not do an act, or
engage in a practice, that breaches a National Privacy Principle.

(3) This section, approved privacy codes and the National Privacy
Principles have effect in addition to sections 18 and 18A and
Part IIIA, and do not derogate from them.

(4) To avoid doubt, an act done, or practice engaged in, by an
organisation without breaching an approved privacy code or the
National Privacy Principles is not authorised by law (or by this
Act) for the purposes of Part IIIA merely because it does not
breach the code or the Principles.

Note: If an act or practice is otherwise authorised by law, exceptions to the
prohibitions in the National Privacy Principles and Part IIIA may

mean that the act or practice does not breach the Principles or certain
provisions of that Part.

16B Personal information in records

(1) This Act (except Divisions 4 and 5 of Part III and Part I11A)
applies to the collection of personal information by an organisation
only if the information is collected for inclusion in a record or a
generally available publication.

(2) This Act (except Divisions 4 and 5 of Part III and Part I11A)
applies to personal information that has been collected by an
organisation only if the information is held by the organisation in a
record.
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16C Application of National Privacy Principles

(1

(1A)

2

)

“4)

National Privacy Principles 1, 3 (so far as it relates to collection of
personal information) and 10 apply only in relation to the
collection of personal information after the commencement of this
section.

National Privacy Principle 2 applies only in relation to personal
information collected after the commencement of this section.

National Privacy Principles 3 (so far as it relates to personal
information used or disclosed), 4, 5, 7 and 9 apply in relation to
personal information held by an organisation regardless of whether
the organisation holds the personal information as a result of
collection occurring before or after the commencement of this
section.

National Privacy Principle 6 applies in relation to personal
information collected after the commencement of this section. That
Principle also applies to personal information collected by an
organisation before that commencement and used or disclosed by
the organisation after that commencement, except to the extent that
compliance by the organisation with the Principle in relation to the
information would:

(a) place an unreasonable administrative burden on the

organisation; or
(b) cause the organisation unreasonable expense.

National Privacy Principle 8 applies only to transactions entered
into after the commencement of this section.

16D Delayed application of National Privacy Principles to small

(1

2

business

This section deals with the application of the National Privacy
Principles to an organisation that carries on one or more small
businesses throughout the delayed application period for the
organisation. This section has effect despite section 16C.

National Privacy Principles 1, 3 (so far as it relates to collection of
personal information) and 10 apply only in relation to the
collection of personal information by the organisation after the
delayed application period.
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(3) National Privacy Principles 3 (so far as it relates to personal
information used or disclosed), 4, 5, 7 and 9 apply in relation to the
organisation only after the delayed application period. Those
Principles then apply in relation to personal information held by
the organisation as a result of collection occurring before, during or
after that period.

(4) National Privacy Principles 2 and 6 apply only in relation to
personal information collected by the organisation after the delayed
application period.

(5) National Privacy Principle 8 applies only to transactions entered
into with the organisation after the delayed application period.

(6) In this section:

delayed application period, for an organisation, means the period:
(a) starting at the later of the following times:
(1) the start of the day when this section commences;
(i) when the organisation became an organisation; and
(b) ending at the earlier of the following times:

(i) immediately before the first anniversary of the day
when this section commences;

(i) when the organisation carries on either a business that is
not a small business or a business that involves the
provision of health services.

16E Personal, family or household affairs

Nothing in the National Privacy Principles applies to:

(a) the collection, holding, use, disclosure or transfer of personal
information by an individual; or

(b) personal information held by an individual;

only for the purposes of, or in connection with, his or her personal,
family or household affairs.

16F Information under Commonwealth contract not to be used for
direct marketing

(1) This section limits the use and disclosure of personal information
collected:
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(a) for the purpose of meeting (directly or indirectly) an
obligation under a Commonwealth contract; and
(b) by an organisation that is a contracted service provider for
the contract.
Note: An organisation may be a contracted service provider for a

Commonwealth contract whether or not the organisation is a party to
the contract.

(2) An organisation that is a contracted service provider for the
contract must not use or disclose the personal information for
direct marketing, unless the use or disclosure is necessary to meet
(directly or indirectly) an obligation under the contract.

(3) Subsection (2) has effect despite:
(a) an approved privacy code (if any) binding the organisation in
relation to the personal information; and
(b) the National Privacy Principles.
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Division 4—Tax file number information

17 Guidelines relating to tax file number information

(1) The Commissioner shall, by notice in writing, issue guidelines
concerning the collection, storage, use and security of tax file
number information.

(2) A guideline issued under subsection (1) is a disallowable
instrument for the purposes of section 46A of the Acts
Interpretation Act 1901.

18 File number recipients to comply with guidelines

A file number recipient shall not do an act, or engage in a practice,
that breaches a guideline issued under section 17.
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Division 5—Credit information

18A Code of Conduct relating to credit information files and credit
reports

(1) The Commissioner must, by notice published in the Gazette, issue
a Code of Conduct concerning:

(a) the collection of personal information for inclusion in
individuals’ credit information files; and

(b) the storage of, security of, access to, correction of, use of and
disclosure of personal information included in individuals’
credit information files or in credit reports; and

(c) the manner in which credit reporting agencies and credit
providers are to handle disputes relating to credit reporting;
and

(d) any other activities, engaged in by credit reporting agencies
or credit providers, that are connected with credit reporting.

(2) Before issuing the Code of Conduct, the Commissioner must, to
the extent that it is appropriate and practicable to do so, consult
with government, commercial, consumer and other relevant bodies
and organisations.

(3) In preparing the Code of Conduct, the Commissioner must have
regard to:

(a) the Information Privacy Principles and the provisions of
Part I1IA; and

(aa) the National Privacy Principles and the provisions of
Part IITIAA; and

the likely costs to credit reporting agencies and credit
b) the likel di i i d credi
providers of complying with the Code of Conduct.

(4) The Code of Conduct is a disallowable instrument for the purposes
of section 46A of the Acts Interpretation Act 1901.

18B Credit reporting agencies and credit providers to comply with
Code of Conduct

A credit reporting agency or credit provider must not do an act, or
engage in a practice, that breaches the Code of Conduct.
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Part IIIAA—Privacy codes

18BA Application for approval of privacy code

An organisation may apply in writing to the Commissioner for
approval of a privacy code.

18BAA Privacy codes may cover exempt acts or practices

(1) Despite paragraph 7(1)(ee), a privacy code may be approved even
if it covers exempt acts or practices.

(2) If an approved privacy code covers exempt acts or practices, this
Act applies in relation to the code as if those acts or practices were
not exempt acts or practices.

Note: Because of subsection (2), if an approved privacy code covers an act
or practice that would usually be exempt:

(a) the act or practice, if done or engaged in by an organisation
bound by the code, may constitute an interference with the
privacy of an individual as defined in section 13A; and

(b) section 16A obliges an organisation bound by the code not to
breach the code by doing or engaging in the act or practice; and

(c) the act or practice, if done or engaged in by an organisation
bound by the code, may be the subject of a complaint and
investigation under Part V.

18BB Commissioner may approve privacy code

(1) Before deciding whether to approve a privacy code, the
Commissioner may consult any person the Commissioner
considers appropriate.

(2) The Commissioner may approve a privacy code if, and only if, the
Commissioner is satisfied:

(a) that the code incorporates all the National Privacy Principles
or sets out obligations that, overall, are at least the equivalent
of all the obligations set out in those Principles; and

(b) that the code specifies the organisations bound by the code or
a way of determining the organisations that are, or will be,
bound by the code; and
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(c)
(d)

(e)

¢

that only organisations that consent to be bound by the code
are, or will be, bound by the code; and

that the code sets out a procedure by which an organisation
may cease to be bound by the code and when the cessation
takes effect; and

of the matters mentioned in subsection (3), if the code sets
out procedures for making and dealing with complaints in
relation to acts or practices of an organisation bound by the
code that may be an interference with the privacy of an
individual; and

that members of the public have been given an adequate
opportunity to comment on a draft of the code.

(3) If the code sets out procedures for making and dealing with
complaints, the Commissioner must be satisfied that:

(2)

(b)
(c)

(d)

(e)

®

the procedures meet:
(i) the prescribed standards; and

(i1) the Commissioner’s guidelines (if any) in relation to
making and dealing with complaints; and

the code provides for the appointment of an independent
adjudicator to whom complaints may be made; and

the code provides that, in performing his or her functions,
and exercising his or her powers, under the code, an
adjudicator for the code must have due regard to the matters
that paragraph 29(a) requires the Commissioner to have due
regard to; and

the determinations, findings, declarations, orders and
directions that the adjudicator may make under the code after
investigating a complaint are the same as those that the
Commissioner may make under section 52 after investigating
a complaint under this Act; and

the code obliges an organisation bound by the code not to
repeat or continue conduct of the organisation declared by
the adjudicator (after investigating a complaint) to constitute
an interference with the privacy of the complainant; and

the code obliges an organisation bound by the code to
perform an act or course of conduct that the adjudicator has
declared (after investigating a complaint) that the
organisation should perform to redress loss or damage
suffered by the complainant; and
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(g) the code requires organisations bound by the code to
co-operate with the adjudicator when the adjudicator is
performing functions or exercising powers under the code;
and

(h) the code requires a report (in a form satisfactory to the
Commissioner) to be prepared as soon as practicable after
30 June each year on the operation of the code during the
financial year that ended on that 30 June; and

(i) the code requires that a copy of each report is to be given to
the Commissioner within a timetable that is satisfactory to
the Commissioner; and

(j) the code requires that a copy of each report is to be made
available to anyone who asks for it; and

(k) the code requires the report prepared for each year to include
the number and nature of complaints made to an adjudicator
under the code during the relevant financial year; and

(ka) the code requires the report prepared for each year to include,
for each complaint finally dealt with by an adjudicator under
the code during the relevant financial year, a summary
identifying:

(i) the nature of the complaint; and
(ii) the provisions of the code applied in dealing with the
complaint; and
(ii1) the outcome of the dealing;
whether or not the adjudicator made a determination, finding,
declaration, order or direction in dealing with the complaint;
and

(I) the code identifies an adjudicator for the code or another
person as the person responsible for the requirements in this
subsection relating to the annual report for the code.

(4) In deciding whether to approve a privacy code, the Commissioner
may consider the matters specified in guidelines issued by the
Commissioner (if any).

(5) An approval must be in writing.

(6) This section does not prevent the Commissioner approving a
privacy code if:
(a) the code also sets out:
(i) the period during which it will operate; or
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(i1) the circumstances in which it will expire; and
(b) the Commissioner considers that the period or circumstances
are appropriate.

(7) This section does not prevent the Commissioner approving a

privacy code if the code is expressed to apply to:

(a) all personal information or a specified type of personal
information; or

(b) a specified activity or class of activities of an organisation; or
(c) aspecified industry sector and/or profession; or
(d) a specified class of industry sectors and/or professions.

18BC When approval takes effect

(1

2

The approval of a privacy code takes effect on the day specified in
the approval.

The day specified must not be before the day on which the
approval is given.

18BD Varying an approved privacy code

(1

2
3)

“4)

)

An organisation may apply in writing to the Commissioner for
approval of a variation of an approved privacy code by giving the
Commissioner a copy of the code that incorporates the variations.

The Commissioner may approve in writing the variation.

In deciding whether to approve the variation, the Commissioner
must consider all of the matters that the Commissioner would
consider in deciding whether to approve under section 18BB a
privacy code identical to the approved privacy code with the
variation.

However, if the Commissioner thinks that a variation is minor, he
or she need not be satisfied that members of the public have been
given an adequate opportunity to comment on a draft variation of
the code (as would otherwise be required by

paragraph 18BB(2)(f)). Instead, the Commissioner may consult
any person he or she thinks appropriate about the draft variation.

The approval of the variation takes effect on the day specified in
the approval.
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(6) The day specified must not be before the day on which the
approval is given.

18BE Revoking the approval of an approved privacy code

(1) The Commissioner may revoke his or her approval of an approved
privacy code or a variation of an approved privacy code:

(a) on his or her own initiative; or
(b) on application by an organisation that is bound by the code.

(2) Before deciding whether to revoke the approval of a code or
variation, the Commissioner must:

(a) if practicable, consult the organisation that originally sought
approval of the code or variation; and

(b) consult any other person the Commissioner considers
appropriate; and

(c) consider the extent to which members of the public have
been given an opportunity to comment on the proposed
revocation.

(3) A revocation must be in writing.

(4) A revocation comes into effect on the day specified in the
revocation.

(5) The day specified must not be before the day on which the
revocation is made.

18BF Guidelines about privacy codes

(1) The Commissioner may make:

(a) written guidelines to assist organisations to develop privacy
codes or to apply approved privacy codes; and

(b) written guidelines relating to making and dealing with
complaints under approved privacy codes; and

(c) written guidelines about matters the Commissioner may
consider in deciding whether to approve a privacy code or a
variation of an approved privacy code.
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(1A) Before making guidelines for the purposes of paragraph (1)(b), the
Commissioner must give everyone the Commissioner considers
has a real and substantial interest in the matters covered by the
proposed guidelines an opportunity to comment on them.

(2) The Commissioner may publish guidelines made under
subsection (1) in any way the Commissioner considers appropriate.

18BG Register of approved privacy codes
(1) The Commissioner must keep a register of approved privacy codes.

(2) The Commissioner may decide the form of the register and how it
is to be kept.

(3) The Commissioner must make the register available to the public
in the way that the Commissioner determines.

(4) The Commissioner may charge fees for:
(a) making the register available to the public; or
(b) providing copies of, or extracts from, the register.

18BH Review of operation of approved privacy code

(1) The Commissioner may review the operation of an approved
privacy code.

Note: The review may inform a decision by the Commissioner under
section 18BE to revoke the approved privacy code.

(2) The Commissioner may do one or more of the following for the
purposes of the review:

(a) consider the process under the code for making and dealing
with complaints;

(b) inspect the records of an adjudicator for the code;

(c) consider the outcome of complaints dealt with under the
code;

(d) interview an adjudicator for the code.
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18BI Review of adjudicator’s decision under approved privacy code

(1

2

3)

A person who is aggrieved by a determination made by an
adjudicator (other than the Commissioner) under an approved
privacy code after investigating a complaint may apply to the
Commissioner for review of the determination.

Note: The review of the adjudicator’s determination will include review of

any finding, declaration, order or direction that is included in the
determination.

Divisions 1 and 2 of Part V apply in relation to the complaint
covered by the application as if the complaint had been made to the
Commissioner and subsection 36(1A) did not prevent the
Commissioner from investigating it.

Note: Divisions 1 and 2 of Part V provide for the investigation and
determination of complaints made to the Commissioner.

The adjudicator’s determination continues to have effect unless and
until the Commissioner makes a determination under Division 2 of
Part V relating to the complaint.

76

Privacy Act 1988

Rectified 23/10/2013 ComLaw Authoritative Act C2013C00125



Credit reporting Part ITITA

Section 18C

Part IIIA—Credit reporting

18C Certain credit reporting only to be undertaken by corporations

(1) A person must not use an eligible communications service in the
course of carrying on a credit reporting business unless the person
is a corporation.

(2) A person must not:
(a) in the course of trade or commerce:
(i) between Australia and places outside Australia; or
(i) among the States; or
(iii) between a State and a Territory; or
(iv) among the Territories; or
(b) in the course of banking (other than State banking not
extending beyond the limits of the State concerned); or
(c) in the course of insurance business (other than insurance
business relating to State insurance not extending beyond the
limits of the State concerned); or
(d) in a Territory;
carry on a credit reporting business unless the person is a
corporation.

(3) A person must not act on a corporation’s behalf in the course of
carrying on a credit reporting business unless the person is a
corporation.

(4) A person who intentionally contravenes this section is guilty of an
offence punishable, on conviction, by a fine not exceeding
$30,000.

18D Personal information not to be given to certain persons
carrying on credit reporting

(1) A person must not use an eligible communications service to give
to a person carrying on a credit reporting business personal
information in circumstances to which this section applies unless
the last-mentioned person is a corporation.

(2) A person must not:
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(a) in the course of trade or commerce:
(i) between Australia and places outside Australia; or
(i1) among the States; or
(iii) between a State and a Territory; or
(iv) among the Territories; or
(b) in the course of banking (other than State banking not
extending beyond the limits of the State concerned); or
(c) in the course of insurance business (other than insurance
business relating to State insurance not extending beyond the
limits of the State concerned); or
(d) in a Territory;
give to a person carrying on a credit reporting business personal
information in circumstances to which this section applies unless
the last-mentioned person is a corporation.

(3) A corporation must not give to a person carrying on a credit
reporting business personal information in circumstances to which
this section applies unless the last-mentioned person is a
corporation.

(4) A person who intentionally contravenes this section is guilty of an
offence punishable, on conviction, by a fine not exceeding
$12,000.

(5) For the purposes of this section, personal information is to be taken
to be given to a person in circumstances to which this section
applies if the person to whom the information is given is likely to
use the information in the course of carrying on a credit reporting
business.

18E Permitted contents of credit information files

(1) A credit reporting agency must not include personal information in
an individual’s credit information file unless:
(a) the inclusion of the information in the file is reasonably
necessary in order to identify the individual; or
(b) the information is a record of:
(i) both:
(A) acredit provider having sought a credit report
in relation to an individual in connection with
an application for credit or commercial credit
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made by the individual to the credit provider;
and

(B) the amount of credit or commercial credit
sought in the application; or

(ia) a person who is a credit provider because of the
application of subsection 11B(4B) having sought a
credit report in relation to the individual for the purpose
of assessing:

(A) the risk in purchasing a loan by means of a
securitisation arrangement; or

(B) the risk in undertaking credit enhancement of a
loan that is, or is proposed to be, purchased or
funded by means of a securitisation
arrangement;

being a loan given to, or applied for by, the individual
or a person in relation to whom the individual is, or is
proposing to be, a guarantor; or

(i) a mortgage insurer having sought a credit report in
connection with the provision of insurance to a credit
provider in respect of mortgage credit given by the
credit provider to the individual, or to a person in
relation to whom the individual is, or is proposing to be,
a guarantor; or

(iii) a trade insurer having sought a credit report in
connection with the provision of insurance to a credit
provider in respect of commercial credit given by the
credit provider to the individual or another person; or

(iv) a credit provider having sought a credit report in
connection with the individual having offered to act as
guarantor in respect of a loan or an application for a
loan; or

(v) acredit provider being a current credit provider in
relation to the individual; or

(vi) credit provided by a credit provider to an individual,
being credit in respect of which:

(A) the individual is at least 60 days overdue in
making a payment, including a payment that is
wholly or partly a payment of interest; and

(B) the credit provider has taken steps to recover
the whole or any part of the amount of credit
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(including any amounts of interest) outstanding;
or
(vii) a cheque, for an amount not less than $100, that:
(A) has been drawn by the individual; and
(B) has twice been presented and dishonoured; or
(viii) court judgments made against the individual; or

(ix) bankruptcy orders made against the individual; or

(x) the opinion of a credit provider that the individual has,
in the circumstances specified, committed a serious
credit infringement; or

(ba) the information is a record of an overdue payment by the
individual as guarantor under a guarantee given against
default by a person (the borrower) in repaying all or any of
an amount of credit obtained by the borrower from a credit
provider, and the following subparagraphs apply:

(1) the credit provider is not prevented under any law of the
Commonwealth, a State or a Territory from bringing
proceedings against the individual to recover the
amount of the overdue payment;

(ii) the credit provider has given the individual notice of the
borrower’s default that gave rise to the individual’s
obligation to make the payment;

(ii1) 60 days have elapsed since the day on which the notice
was given,

(iv) the credit provider has, separately from and in addition
to the giving of the notice referred to in
subparagraph (ii), taken steps to recover the amount of
the overdue payment from the individual.

(c) the information is included in a statement provided by the
individual under subsection 18J(2) for inclusion in the file; or

(d) the information is included in a note included in the file
under subsection 18F(4) or 18K(5).

(2) A credit reporting agency must not include in an individual’s credit
information file personal information recording the individual’s:

(a) political, social or religious beliefs or affiliations; or
(b) criminal record; or

(c) medical history or physical handicaps; or

(d) race, ethnic origins or national origins; or
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(e) sexual preferences or practices; or
() lifestyle, character or reputation.

(3) The Commissioner may determine, in writing, the kinds of
information that are, for the purposes of paragraph (1)(a),
reasonably necessary to be included in an individual’s credit
information file in order to identify the individual.

(4) Where the Commissioner so determines, information that is not of
a kind so determined is to be taken not to be information that is
permitted to be included in an individual’s credit information file
under paragraph (1)(a).

(5) A determination is to be made by notice published in the Gazette.

(6) A notice so published is a disallowable instrument for the purposes
of section 46A of the Acts Interpretation Act 1901.

(7) A credit reporting agency must not open a credit information file in
relation to an individual unless it has information, concerning the
individual, to include in the file that is information of a kind
referred to in paragraph (1)(b) or (ba).

(8) A credit provider must not give to a credit reporting agency
personal information relating to an individual if:

(a) a credit reporting agency is prohibited, under subsection (1),
from including the information in the individual’s credit
information file; or

(b) the credit provider does not have reasonable grounds for
believing that the information is correct; or

(c) the credit provider did not, at the time of, or before, acquiring
the information, inform the individual that the information
might be disclosed to a credit reporting agency.

18F Deletion of information from credit information files

(1) A credit reporting agency must delete from an individual’s credit
information file maintained by the credit reporting agency any
personal information of a kind referred to in paragraph 18E(1)(b)
or (ba) within 1 month after the end of the maximum permissible
period for the keeping of personal information of that kind.
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(2) For the purposes of subsection (1), the maximum permissible
periods for the keeping of personal information of the kind referred
to in paragraph 18E(1)(b) are as follows:

(a) in the case of information of a kind referred to in
subparagraph (i), (ia), (ii), (iii) or (iv) of that paragraph—the
period of 5 years commencing on the day on which the credit
report concerned was sought;

(b) in the case of information of a kind referred to in
subparagraph (v) of that paragraph—the period of 14 days
commencing on the day on which the credit reporting agency
is notified under subsection (5) that the credit provider
concerned is no longer a current credit provider in relation to
the individual concerned;

(c) in the case of information of a kind referred to in
subparagraph (vi) of that paragraph—the period of 5 years
commencing on the day on which the credit reporting agency
was informed of the overdue payment concerned;

(d) in the case of information of a kind referred to in
subparagraph (vii) of that paragraph—the period of 5 years
commencing on the day on which the second dishonouring of
the cheque occurred;

(e) in the case of information of a kind referred to in
subparagraph (viii) of that paragraph—the period of 5 years
commencing on the day on which the court judgment
concerned was made;

(f) in the case of information of a kind referred to in
subparagraph (ix) of that paragraph—the period of 7 years
commencing on the day on which the bankruptcy order
concerned was made;

(g) in the case of information of a kind referred to in
subparagraph (x) of that paragraph—the period of 7 years
commencing on the day on which the information was
included in the credit information file concerned.

(2A) For the purposes of subsection (1), the maximum permissible
period for the keeping of personal information of the kind referred
to in paragraph 18E(1)(ba) is the period of 5 years beginning on the
day when the credit reporting agency is informed of the overdue
payment concerned.
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(3) Where:

(a) a credit reporting agency has been given information that an
individual is overdue in making a payment in respect of
credit provided by a credit provider; and

(b) the individual ceases to be overdue in making the payment or
contends that he or she is not overdue in making the
payment;

the credit provider must, as soon as practicable, inform the credit
reporting agency that the individual has ceased to be overdue in
making the payment, or contends that he or she is not overdue in
making the payment, as the case may be.

(4) On being informed that the individual is no longer overdue in
making the payment, or that the individual contends that he or she
is not overdue in making the payment, the credit reporting agency
must include in the individual’s credit information file a note to
that effect.

(5) Where a credit provider ceases to be a current credit provider in
relation to an individual, the credit provider must, as soon as
practicable, notify that fact to any credit reporting agency that was
previously informed that the credit provider was a current credit
provider in relation to the individual.

18G Accuracy and security of credit information files and credit
reports

A credit reporting agency in possession or control of a credit
information file, or a credit provider or credit reporting agency in
possession or control of a credit report, must:

(a) take reasonable steps to ensure that personal information
contained in the file or report is accurate, up-to-date,
complete and not misleading; and

(b) ensure that the file or report is protected, by such security
safeguards as are reasonable in the circumstances, against
loss, against unauthorised access, use, modification or
disclosure, and against other misuse; and

(c) ifit is necessary for the file or report to be given to a person
in connection with the provision of a service to the credit
reporting agency or credit provider, ensure that everything
reasonably within the power of the credit reporting agency or
credit provider is done to prevent unauthorised use or
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disclosure of personal information contained in the file or
report.

18H Access to credit information files and credit reports

(1

2

3)

A credit reporting agency in possession or control of an
individual’s credit information file must take reasonable steps to
ensure that the individual can obtain access to that file.

A credit provider, or a credit reporting agency, in possession or
control of a credit report containing personal information
concerning an individual must take all reasonable steps to ensure
that the individual can obtain access to that report.

An individual’s rights of access under this section may also be
exercised by a person (other than a credit provider, mortgage
insurer or trade insurer) authorised, in writing, by the individual to
exercise those rights on the individual’s behalf in connection with:
(a) an application, or a proposed application, by the individual
for a loan; or
(b) the individual having sought advice in relation to a loan.

18J Alteration of credit information files and credit reports

(1

2

A credit reporting agency in possession or control of a credit
information file, or a credit provider or credit reporting agency in
possession or control of a credit report, must take reasonable steps,
by way of making appropriate corrections, deletions and additions,
to ensure that the personal information contained in the file or
report is accurate, up-to-date, complete and not misleading.

Where:

(a) a credit reporting agency in possession or control of a credit
information file, or a credit provider or credit reporting
agency in possession or control of a credit report, does not
amend personal information contained in that file or report,
by making a correction, deletion or addition, in accordance
with a request by the individual concerned; and

(b) the individual requests the credit reporting agency or credit
provider to include in that file or report a statement provided
by the individual of the correction, deletion or addition
sought;
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the credit reporting agency or credit provider must take reasonable
steps to include the statement in the file or report within 30 days
after being requested to do so.

(3) Where the credit reporting agency or credit provider considers a
statement included pursuant to subsection 18J(2) to be of undue
length in the circumstances, the credit reporting agency or credit
provider may refer the statement to the Commissioner for such
reduction as is considered appropriate and, if the statement is
altered, the statement as altered is to be included in the file or
report.

18K Limits on disclosure of personal information by credit
reporting agencies

(1) A credit reporting agency in possession or control of an
individual’s credit information file must not disclose personal
information contained in the file to a person, body or agency (other
than the individual) unless:

(a) the information is contained in a credit report given to a
credit provider who requested the report for the purpose of
assessing an application for credit made by the individual to
the credit provider; or

(ab) the information:
(1) is contained in a credit report given to a person who is a
credit provider because of the application of
subsection 11B(4B); and

(ii) the person requested the report for the purpose of
assessing the risk in purchasing a loan by means of a
securitisation arrangement, being a loan given to or
applied for by:

(A) the individual; or
(B) aperson in relation to whom the individual is,
or is proposing to be, a guarantor; or
(ac) the information:

(1) is contained in a credit report given to a person who is a
credit provider because of the application of
subsection 11B(4B); and

(ii) the person requested the report for the purpose of
assessing the risk in undertaking credit enhancement of
a loan that is, or is proposed to be, purchased or funded
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by means of a securitisation arrangement, being a loan
given to or applied for by:
(A) the individual; or
(B) aperson in relation to whom the individual is,
or is proposing to be, a guarantor; or
(b) the information is contained in a credit report given to a
credit provider who requested the report for the purpose of
assessing an application for commercial credit made by a
person to the credit provider, and the individual to whom the
report relates has specifically agreed to the report being given
to the credit provider for that purpose; or
(c) the information is contained in a credit report given to a
credit provider who requested the report for the purpose of
assessing whether to accept the individual as a guarantor in
respect of:

(1) aloan provided by the credit provider to a person other
than the individual; or
(i1) a loan for which an application has been made by a
person other than the individual to the credit provider;
and the first-mentioned individual has specifically agreed, in
writing, to the report being given to the credit provider for
that purpose; or
(d) the information is contained in a credit report given to a
mortgage insurer for the purpose of assessing:
(i) whether to provide insurance to, or the risk of providing
insurance to, a credit provider in respect of mortgage
credit given by the credit provider to the individual; or

(ii) the risk of the individual defaulting on mortgage credit
in respect of which the mortgage insurer has provided
insurance to a credit provider; or

(i) the risk of the individual being unable to meet a liability
that might arise under a guarantee entered into, or
proposed to be entered into, in respect of mortgage
credit given by a credit provider to another person; or

(e) the information is contained in a credit report given to a trade
insurer for the purpose of assessing:

(i) whether to provide insurance to, or the risk of providing
insurance to, a credit provider in respect of commercial
credit given by the credit provider to the individual or
another person; or
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(i1) the risk of a person defaulting on commercial credit in
respect of which the trade insurer has provided
insurance to a credit provider;

and the individual to whom the report relates has specifically
agreed, in writing, to the report being given to the trade
insurer for that purpose; or

(f) the credit reporting agency has, at least 30 days before the
disclosure, received information of a kind referred to in
subparagraph 18E(1)(b)(vi), and the information is contained
in a credit report given to a credit provider referred to in the
credit information file as a credit provider who is a current
credit provider in relation to the individual; or

(g) the information is contained in a credit report given to a
credit provider who requested the report for the purpose of
the collection of payments that are overdue in respect of
credit provided to the individual by the credit provider; or

(h) the information is contained in a credit report given to a
credit provider who requested the report for the purpose of
the collection of payments that are overdue in respect of
commercial credit provided to a person by the credit
provider, and:

(1) the individual to whom the report relates has
specifically agreed, in writing, to the report being given
to the credit provider for that purpose; or

(i1) that individual had specifically agreed, in writing, to a
credit report relating to the individual being given to the
credit provider for the purpose of the credit provider
assessing the application that the first-mentioned person
made to the credit provider for the provision of the
commercial credit concerned; or

(iii) the credit provider provided the commercial credit
concerned before the commencement of this section; or

(j) the information is contained in a credit report given to
another credit reporting agency; or
(k) the information is contained in a record in which the only
personal information relating to individuals is publicly
available information; or
(m) the disclosure is required or authorised by or under law; or
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(n) the credit reporting agency is satisfied that a credit provider
or law enforcement authority believes on reasonable grounds
that the individual has committed a serious credit
infringement and the information is given to that credit
provider or law enforcement authority or to any other credit
provider or law enforcement authority.

(1A) For the purposes of paragraph (1)(b), the individual’s agreement to
the report being given to the credit provider must be in writing
unless:

(a) the report is requested for the purpose of assessing an
application for commercial credit that was at first instance
made orally; and

(b) the application has not yet been made in writing.

(2) A credit reporting agency must not disclose personal information
contained in an individual’s credit information file, or in any other
record containing information derived from the file, that is in the
possession or control of the credit reporting agency if the file or
other record contains personal information that the credit reporting
agency would be:

(a) prohibited from including in an individual’s credit
information file under section 18E; or

(b) required to delete from such a file under section 18F.

(3) Subsection (2) does not prohibit the credit reporting agency from
disclosing personal information that it would be prohibited from
including in an individual’s credit information file under
section 18E if:

(a) the credit reporting agency included the information in a
credit information file or other record before the
commencement of this section; and

(b) the information is information of a kind that the
Commissioner has determined, in writing, to be information
that the credit reporting agency may disclose without
contravening that subsection.

(4) A credit reporting agency that intentionally contravenes
subsection (1) or (2) is guilty of an offence punishable, on
conviction, by a fine not exceeding $150,000.
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(5) Where a credit reporting agency discloses personal information
contained in an individual’s credit information file, it must include
in the file a note of that disclosure.

Note: A credit reporting agency must not include a note about the disclosure
of information in a file if a notation has been made on a summons, or
a notice, relating to the disclosure of the information and the notation
has not been cancelled (see section 29A of the Australian Crime
Commission Act 2002 and sections 77A and 91 of the Law
Enforcement Integrity Commissioner Act 20006).

(6) A credit reporting agency must not include in a credit report given
to a credit provider under paragraph (1)(a) any information relating
to an individual’s commercial activities (other than information
that the credit reporting agency is permitted under section 18E to
include in the individual’s credit information file).

(7) A determination under paragraph (3)(b) is to be made by notice
published in the Gazette.

(8) A notice so published is a disallowable instrument for the purposes
of section 46A of the Acts Interpretation Act 1901.

18L Limits on use by credit providers of personal information
contained in credit reports etc.

(1) A credit provider that is or has been in possession or control of a
credit report must not use the report or any personal information
derived from the report for any purpose other than assessing an
application for credit made to the credit provider by the individual
concerned unless:

(aa) the report was obtained under paragraph 18K(1)(a) or (ab)
and the credit provider uses the report or information for the
purpose of assessing the risk in purchasing a loan by means
of a securitisation arrangement, being a loan given to or
applied for by:

(1) the individual; or
(i1) a person in relation to whom the individual is, or is
proposing to be, a guarantor; or

(ab) the report was obtained under paragraph 18K (1)(a) or (ac)
and the credit provider uses the report or information for the
purpose of assessing the risk in undertaking credit
enhancement of a loan that is, or is proposed to be, purchased
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or funded by means of a securitisation arrangement, being a
loan given to or applied for by:

(i) the individual; or
(ii) a person in relation to whom the individual is, or is
proposing to be, a guarantor; or

(a) the report was obtained under paragraph 18K(1)(b) and the

credit provider uses the report or information for the purpose
of assessing an application for commercial credit made by a
person to the credit provider; or

(b) the report was obtained under paragraph 18K(1)(c) and the

credit provider uses the report or information for the purpose
of assessing whether to accept the individual as a guarantor
in respect of:
(i) aloan provided by the credit provider to a person other
than the individual; or
(ii) a loan for which an application has been made by a
person other than the individual to the credit provider;
or

(ba) the report was obtained under paragraph 18K(1)(a), (b) or (c)

and the credit provider uses the report or information for the
internal management purposes of the credit provider, being
purposes directly related to the provision or management of
loans by the credit provider; or

(c) the report was obtained under paragraph 18K (1)(f) and the

credit provider uses the information for the purpose of
assisting the individual to avoid defaulting on his or her
credit obligations; or

(d) the credit provider uses the report or information for the

purpose of the collection of payments that are overdue in
respect of credit provided to the individual by the credit
provider; or

(da) the report was obtained under paragraph 18K(1)(h) and the

credit provider uses the report or information for the purpose
of the collection of payments that are overdue in respect of
commercial credit provided to a person by the credit
provider; or

(e) use of the report or information for that other purpose is

required or authorised by or under law; or

(f) the credit provider believes on reasonable grounds that the

individual has committed a serious credit infringement, and
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2

3)

“4)

(4A)

)

the report or information is used in connection with that
infringement.

A credit provider that intentionally contravenes subsection (1) is
guilty of an offence punishable, on conviction, by a fine not
exceeding $150,000.

A credit provider that is or has been in possession or control of a
credit report must not:
(a) use the report unless all personal information concerning
individuals that is not information of a kind referred to in
subsection 18E(1) has been deleted from the report; or

(b) use any personal information derived from the report if the
information is not information of a kind referred to in
subsection 18E(1).

Where a credit provider has received a credit report for the purpose
of assessing an application for credit made to the credit provider by
an individual, the credit provider must not, in assessing the
application, use information that:
(a) concerns the individual’s commercial activities or
commercial credit worthiness; and
(b) was obtained from a person or body carrying on a business or
undertaking involving the provision of information about the
commercial credit worthiness of persons;
unless the individual has specifically agreed to the information
being obtained by the credit provider for that purpose.

For the purposes of subsection (4), the individual’s agreement to
the information being obtained by the credit provider must be in
writing unless:
(a) the information is obtained for the purpose of assessing an
application for credit that was at first instance made orally;
and

(b) the application has not yet been made in writing.

References in subsection (3) to information that is not information
of a kind referred to in subsection 18E(1) do not include references
to information the disclosure of which is taken, because of the
application of subsection 18K(3), not to be in contravention of
subsection 18K(2).

Privacy Act 1988 91

Rectified 23/10/2013 ComLaw Authoritative Act C2013C00125



Part IITA Credit reporting

Section 18M

(6) The Commissioner may determine, in writing, the manner in which
information of a kind referred to in subsection (4) may, under that
subsection, be used (including the manner in which an individual’s
agreement may be obtained for the purposes of that subsection).

(7) A determination is to be made by notice published in the Gazette.

(8) A notice so published is a disallowable instrument for the purposes
of section 46A of the Acts Interpretation Act 1901.

18M Information to be given if an individual’s application for credit
is refused

(1) If:

(a) a credit provider refuses an application by an individual for
credit (including an application made jointly by that
individual and one or more other persons); and

(b) the refusal is based wholly or partly on information derived
from a credit report relating to that individual that a credit
reporting agency has given to the credit provider for the
purpose of assessing the application;

the credit provider must give the individual a written notice:
(c) stating:
(1) that the application has been refused; and

(ii) that the refusal was based wholly or partly, as the case
requires, on information derived from a credit report
relating to that individual that a credit reporting agency
has given to the credit provider; and

(ii1) the name and address of the credit reporting agency; and

(d) notifying that individual of his or her right under this Act to
obtain access to his or her credit information file maintained
by the credit reporting agency.

(2) If:

(a) a credit provider refuses an application by an individual for
credit, being an application made jointly by that individual
and one or more other persons; and

(b) the refusal is based wholly or partly on information derived
from a credit report relating to one of those other persons that
a credit reporting agency has given to the credit provider for
the purpose of assessing the application;
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the credit provider must give to that individual a written notice
stating:
(c) that the application has been refused; and

(d) that the refusal was based wholly or partly, as the case
requires, on information derived from a credit report relating
to that person that a credit reporting agency has given to the
credit provider.

3) If:

(a) a credit provider refuses an application by an individual for
credit (including an application made jointly by that
individual and one or more other persons); and

(b) the refusal is based wholly or partly on information derived
from a credit report relating to another person who was
proposing to be a guarantor in respect of the credit;

the credit provider must give that individual a written notice
stating:

(c) that the application has been refused; and

(d) that the refusal was based wholly or partly, as the case
requires, on information derived from a credit report relating
to that person that a credit reporting agency has given to the
credit provider.

18N Limits on disclosure by credit providers of personal
information contained in reports relating to credit
worthiness etc.

(1) A credit provider that is or has been in possession or control of a
report must not disclose the report or any personal information
derived from the report to another person for any purpose unless:

(a) the report or information is disclosed to a credit reporting
agency for the purpose of being used:
(1) to create a credit information file in relation to the
individual concerned; or
(i1) to include information in a credit information file,
maintained by the credit reporting agency, in relation to
the individual concerned; or
(b) the individual concerned has specifically agreed to the
disclosure of the report or information to another credit
provider for the particular purpose; or
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(ba) the report or information is disclosed:
(i) to the guarantor of a loan provided by the credit
provider to the individual concerned; and
(i1) for any purpose related to the enforcement or proposed
enforcement of the guarantee; or

(bb) the report or information is disclosed to a mortgage insurer:

(i) for the purpose of assessing whether to provide
insurance to, or the risk of providing insurance to, a
credit provider in respect of mortgage credit given by
the credit provider to the individual concerned or
applied for by the individual concerned to the credit
provider; or

(ii) for the purpose of assessing the risk of the individual
defaulting on mortgage credit in respect of which the
mortgage insurer has provided insurance to the credit
provider; or

(iii) for any purpose arising under a contract for mortgage
insurance that has been entered into between the credit
provider and the mortgage insurer; or
(bc) the report or information is disclosed:

(1) to a person or body generally recognised and accepted
in the community as being a person appointed, or a
body established, for the purpose of settling disputes
between credit providers, acting in their capacity as
credit providers, and their customers; and

(i1) for the purpose of settling a dispute between the credit
provider and the individual concerned; or

(bd) the report or information is disclosed:

(i) to a Minister, Department or authority, of a State or
Territory whose functions or responsibilities include
giving assistance (directly or indirectly) that facilitates
the giving of mortgage credit to individuals; and

(i1) for the purpose of enabling the Minister, Department or
authority to determine the extent of assistance (if any) it
will give in relation to the giving of mortgage credit to
the individual concerned; or

(bda) the report or information is disclosed:

(i) to a Minister, Department or authority, of a State or
Territory whose functions or responsibilities include the
management or supervision of schemes or arrangements
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under which assistance is given (directly or indirectly)
that facilitates the giving of mortgage credit to
individuals; and
(ii) for the purpose of enabling the Minister, Department or
authority to manage or supervise any such scheme or
arrangement; or
(be) the report or information:

(1) is disclosed to a person or body carrying on a business
of supplying goods or services; and
(i1) is disclosed for the purpose of enabling that person or
body to decide whether to accept, as payment for goods
or services supplied to the individual concerned,
payment by means of credit card or electronic transfer
of funds; and
(iii) does not contain or include any personal information
derived from a credit report, other than:
(A) information of a kind referred to in
paragraph 18E(1)(a); and
(B) information as to whether the individual has a
line of credit with the credit provider, or funds
deposited with the credit provider, sufficient to
meet the payment concerned; or
(bf) the report or information:

(1) is disclosed to a person or body that is considering
taking an assignment of, or discharging on the
individual’s behalf, a debt owed by the individual to the
credit provider; and

(i) does not contain or include any personal information
derived from a credit report, other than:
(A) information of a kind referred to in
paragraph 18E(1)(a); and
(B) information as to the amount of the debt, or the
amount required to be paid in order to discharge
the debt; or
(bg) the report or information is disclosed to a person who is a
guarantor in respect of, or who has provided property as
security for, a loan given by the credit provider to the
individual concerned, and:
(1) the individual has specifically agreed to the disclosure
of the report or information to any such person; or
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(i1) the following circumstances apply:

(A) the guarantee or security was given before the
commencement of this paragraph;

(B) the report or information is disclosed for the
purpose of giving to the person information that
is relevant to the amount or possible amount of
the person’s liability under the contract of
guarantee or security;

(C) the credit provider has, prior to the disclosure,
informed the individual that such disclosures
may take place; or

(bh) the report or information is disclosed to a person for the
purpose of that person considering whether to offer to act as
guarantor in respect of, or to offer property as security for:

(1) aloan given by the credit provider to the individual
concerned; or
(ii) a loan for which the individual concerned has applied to
the credit provider;
and the individual has specifically agreed to the disclosure of
the report or information to any such person for that purpose;
or

(c) the report (not being a credit report) or information:

(1) is disclosed to a person or body carrying on a business
or undertaking that involves the collection of debts on
behalf of others; and

(i1) is disclosed for the purpose of the collection of
payments that are overdue in respect of credit provided
to the individual concerned by the credit provider; and

(iii) does not contain or include any personal information
derived from a credit report, other than:

(A) information of a kind referred to in
paragraph 18E(1)(a); and

(B) information of a kind referred to in
subparagraph 18E(1)(b)(vi), not being
information that relates to an overdue payment
in respect of which a note to the effect that the
individual is no longer overdue in making the
payment has been included, under
subsection 18F(4), in the credit information file
from which the credit report was prepared; and
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(ca)

(d)

(e)

®

(fa)

(C) information of a kind referred to in
subparagraph 18E(1)(b) (viii) or (ix); or
the report (not being a credit report) or information:

(1) is disclosed to a person or body carrying on a business
or undertaking that involves the collection of debts on
behalf of others; and

(i1) 1is disclosed for the purpose of the collection of
payments that are overdue in respect of commercial
credit provided to a person by the credit provider; and

(ii1) does not contain or include any personal information
derived from a credit report, other than information of a
kind referred to in p